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INTRODUCTION

In this final work of my studies in Industrial Engineerind Management, started five
years ago at Politecnico di Torino, | will deal with the digigadsformation of a particular
industry, the financial industry, which is mainly composedhgybanking sector and the
insurance sector.

This thesis, which has the objective to present the current situation offithencial
industry worldwide (with a particular focus on Europe),iigd®d into four chapters that
are described as follows.

In the first chapter, | will present the start of the art of the digitainsformation in the
financial industry, talking about the main challenges the fir@naastitutions are
currently facing for the future.

The second chapter will talk about the regulations, directives andlétiye procedure
that shape the financial industry.

In the third chapter, | will show three case studies, derivingpeetively from my
professional experience in an international major player of thearicial industry
worldwide, from my personal experience during the period spent abfoathe Erasmus
Extra-UE program in Latin America (Chile) and from the literataidadne on the net.

The last chapter will present the results obtained and some overall cooclabout the
work done in the previous chapters, namely the digital transformatibihe financial
industry.

Now the natural question that could arise is: what is digital transformation?
Is there any difference with digitalization?
And what about digitization?

| think that the three following terms, digital transformation/digitaliean/digitization,
are often confused and used interchangeably as synonyms, even idtbeypnceptually
different; therefore, | would like to talk about the differenaghich is not just a matter of
terminology.



Digitization is the process of converting information from a phys$icalat to digital one.

It means converting something non-digital into a digital representatiomeoused by
computer systems and automate processes or workflows. Digitization enablicreate

value in business activities, which needs data. It helps tthleyoundation for business
use cases that leverage the data, nowadays often referred to big data.

A simple example could be the scanning of a paper document and the fujeaving on
computer's hard drive as a digital document, like a PDF format. Another exaopid
be the conversion from analog VHS cassettes to CD, DVD or BlusBaygahtaining
digital data.

Digitalization is the process of leveraging digitization to im@rbusiness processes.
Digitalization means making digitized information useful for peapside organizations.
The term refers to the use of digital technologies and data to createneyeimprove
business models, and create a digital culture with digital informai®the core.

Most of the times it transforms processes completely to make them more effjcien
productive, and profitable for companies.

An example could be thepload of a PDF document from a computer's hard drive to the
cloud and therefore sharing it with many people to analyze the datathink about the
upload of digital movies from CD, DVD or Blu-Ray discs to eeliniees: customer could
easily see them directly on a platform such as Netflix or download them istal €ile.

Digital transformation is the transformation of business activities, prasssroducts,
and models to fully leverage the opportunities of digital teclugies. The main goal is to
improve efficiency, manage risk and discover new monetization oppaitsni

Digital transformation is doing things in a new, digital way &msla broader term than
the previous two.

Digitization and digitalization are parts of a digital transformattbe:latter one requires
digitization and digitalization on the path to build a digliakiness.

Digital transformation includes all aspects of business, like customegrstanding and
touch points, growth strategy, enterprise mobile applications, geiss digitization,
worker enablement, new business models, and many other things relatéietgeneral
performance and growth of the enterprise. Digital transformation ofterdteto entirely
new markets, as well as new customers and business realities.



In general, the digital world has brought a disruption that has hea¥icted a variety
of habits and behaviors of the professional world. Technologybtoed with
smartphones and the internet provides numerous benefits to the customenselisas to
financial institutions.

Previously the implications of digital transformation were unknownpasple were
concerned about the transition from manual to the digital world.

However, the scenario has changed now. With tighter regulationschadging customer
demands, the financial applications and systems have become nimblgragcessive.

For financial institutions, digitalization is more than just adogtiechnologies such as
cloud, big data, social media or mobile. It is aimed more towardgingeaew business
models to develop an eco-system where all markets, consumers and all the digdesho
could participate.

Therefore, organizations focus more on capitalizing with neweandrging technologies
that help them in positioning and transforming the teams into highf@grmers.



CHAPTER 1 - STATE OF THE ART OF DIGITAL TRANSFORMATION IN
FINANCIAL INDUSTRY

1.1 - Digital era

Digital era is characterized by the creation of new business modeddlezh by new
technologies. In the financial industry, the real change in th&in®ss model started in
the late 1990s when the incumbents in the industry began to leveragnt-server
applications, the revolution of Internet and Intranet applications.

Ten years later, the digital revolution had a consolidation thaokihé introduction of
mobile devices, cloud computing technologies and instruments foalacked analytics
such as Big Data. All the players in the financial industry, ineote and new entrants,
understood that a way back was no longer possible.

Nowadays, digital transformation is still a crucial topic for theéusiry and the related
financial services, because of the exponential development of precadehnologies
and the introduction of new technologiesuch as artificial intelligence (Al) or distributed
ledger networks, on which cryptocurrencies are based. Moreover, a regadmm is
enabled by non-traditional competitors like FinTechs, whiokeeed all parts of the
financial industry with their technology-based business models.

Other key factors that are enabling the digital revolution are tbgulations and the
expectations of the customers.

Regarding the regulations, we will go déejm details in the second chapter. | will just say
Z E $Z 38 & Ppo 3]}ve E pSZ}E]I]VP v A \paySents §}
accounts to make actions, like normal payments, on their behalf antokly after their
previous consent. This is done through Application Programmiegfdces (APIs) that
will be described when talking about open banking.

The other factor? pe3}u Ee[ £ % 35 3]}veU AZ] Z «]1PVv](]Jutw30C P
grow thanks to the rise of new technologies that allow an even maygatl connected

world and even higher capabilities to leveragas sufficient to say that in the developed
countries of the world everyone owns at least one smart device (laptapabile), as

many social researches conducted by sociologists show.

For the actors involved in the financial industry like bamkghe digital era the critical
success factors that should be appointz@ three: having a digital strategy, possessang
capacity of quickly adapting and reacting to fast changing comnditioreating a digital
culture inside the organization



Having a digital strategy means knowing in which technologies invastextremely fast
changing environment such as the digital one. Moreover, given buagetresource
constraints, it is not possible to invest in every new emergent rietdgy. For these
reasons, having a clear and well-defined digital strategy todayoi®e important than
ever.

One aspect is crystal-clear in the actual digital environment: thosedehaot adapt will

be left behind. Companies must take measures in order to master their emtry
consolidation into the digital world. The business modelwdti be optimized according
§} JVA «8u vie v }e3pundEed, businesé models that were successful in
the past may not be remain viable and feasible in the new environment.

Nowadays, Information Technology is a key strategic element as a meguarahteeing
v JEP v]l §]}v[es PE}ASZU « o0 ]o]3C v ((]]1vVv CX

The second critical success factor is possessing a capacity to quigkyaadaeact to
changes in the market, which is something crucial today. In the fiakainciustry, for all
the players it is extremely important to being agile and leanrdeoto respond to new
technological paradigms. Consider for instance the presence of tradritonal

competitors, that is enabled by the digital world we are currently ¢jyito understand
the importance of this capacity for banks if they want to maimttneir current market
share and then growing.

Last but not least, having a digital culture is another key faatocdnsider carefully
Indeed, if internal structures and processes are proved restrictive agudlyhtime
consuming, it is very difficult that innovation could comanii within an enterprise itself.
Instead, creating and then adopting a digital culture allows tinganization to be
continuously able to innovate.

In other words, having a digital culture means ensuring thatorganization is working
collaboratively to ensure that all departments are working towardsmmon goal. This
allows the organization itselb realize its vision of a digital future.

Establishing a digital culture should be seen as a process witlyddan perspective, in
order to attain effective implementation of organizational objectives amdnake the
business lean and adaptable to changes. Organizational goals, valuedeamed
behaviors must be reviewed and converted into work practices and deemaking
principles during the daily working life.

w

Therefore, changes in the culture starts in the everyday actions}A A EU ]§[e
sufficient to list the rules and the values on a piece of paparet@mple. Following
behavioral patterns and sharing a clear digital future vision betweeh egember of the
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organization creates a sense of trust and belonging to the same organization. It is this
sense of trust and belonging to the company the real key success factor when it comes to
culture in companies.

Nowadays, we can affirm that some banks are quite mature digitally while other banks
are still in the core of the process of digital transformation. Banks try to offer a wide range
of functionalities relevant for customers and a compelling user experience.

Concerning the environment in which they operate, the digital challenges that banks are
currently facing and will face in the future can be related to three areas:

= Digitalization of the offered services
=  Open banking
= Beyond banking

Beyond banking includes the first and the second one; open banking includes
digitalization of the offered services; digitalization of the offered services is the core of
digital transformation and stands at the basis of the others. This means that without the
digitalization of the services, open and beyond banking scenarios are not viable.

Beyond banking

Open banking

Digitalization of the offered services

Figure 1

Digitalization of the offered services

The first area refers to all the functionalities that aim to transform traditional banking
products and services from brick-and-mortar into internet and mobile.

All the services that were previously offered locally in a branch of the bank are now
provided digitally through a digital platform. The bank provides its own financial services
on its own platform. Through the digital platform the customer can usually log in into a



private account and see all the relevant information related to higiona status and the
financial services he/she paid for.

Another possibility is that the bank provide its financial servimesspecific platforms
chosen according to a selection procedure. For instance, the bankPBNPas has
introduced the platformWeChat Payo some retailers in Europe with the objective to
facilitate the shopping experience for Chinese tourists. Alsokihgnmore in general,
consider that a lot of banks provide many e-commerce platformsohteon to purchase
goods and services from their own website, using the payment metlibds the
customer is used to deal with.

In this platform, the user can also evaluate the additional producteovices offered by
the bank (trading, mutual funds, insurance, etc.) and purchase iherase of interest.

Strategically speaking, companies that develop and implement an integratstlategy
will capture competitive advantages, by strengthening customer relatipssand the
customer experience. Making the correct investments in the most appropriate
technologies brings to a critical competitive advantage in the digdatext.

Open banking

Open banking is based on a digital platform where financial servimgr@ducts from
§Z vl }E& }8$Z & SZ]E % E&S] » & }(( & S8} wviI[s peS}tu

Open banking functionalities are the ones that make available @l data and
information in an ecosystem involving not just banks and custonbertsalso third-party
developers, FinTech startups and other partners. All these actors caralcaess to data
and information and can interact between each other through a digittfqim.

In other words, open banking can be defined as a collaborative modehich financial
data and information is shared between two or more parties with the obyectio
iImprove the capabilities and the services offered to customers. For iostaspecially in
USA, the open banking ecosystem involves banks and paymentsriketlilee Visa or
Mastercard.

A fundamental characteristic of open banking, in comparison taréditional banking,
Is the sharing of data between banks and other parties involved.

Data sharing is often accomplished through an application progiammterface (API)
that allows data flowing smoothly. An API is a software intermediary (orf ggbtocols)
that allows two applications to talk to each other. APIs have beaounagal for the future
of banking because they help to create stronger and more dynamidaedtips with
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customers. In the world, many industries have used internal APIs foraedtschnology
giants such as Facebook, Uber, Google, and Netflix have experiesceshdous growth
using APIs.

In the financial industry, APIs have been used largely bigsenthe last years and they
will be used even more in the following years for improvhmgfinancial services provided
both to business and consumers (B2B and B2C markets).

According to a research done by McKinsey, the most common models afé\iiree:
public, private and internal.

The public APIs are the ones used by external partners and develoersbwld
innovative products that can be purchased on the market.

The private APIs are the ones used by all the partners of a companyiesspgesellers,
customers.

Finally, the internal APIs are the ones used by developers within theaogmp
APl models

Model type Attributes

Public/open Innovation through
engaging developer

community

APls used by external
Public partners and developers
: : whao build innovative
Partner apps and products
Internal -  APIs used by business
- partners, including
i ers

Extended market reach

Reduced partner costs
AP| monetization

for tight
integration

Intemal Cost reduction

APls are used by
developers within
enterprise

Operational efficiency
Enhanced security

Figure 2

From the point of view of the worldwide developments of op@mking, the figure below
shows how different parts of the world are currently engaged in

In Europe and in the USA digital banking is already estaigishnew paradigm in the
financial industry inventing new business models and rapidly chgnthe financial
market. This is carried out mainly with partnerships with other entit@gating a

network based on shgrvP  pesS}u e[ § v Z Ev *¢]JvP §Z u Jv }E
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decisions. For instance, the Swedish bank Klarna provides dinlamial services such
as lending money or payments solutions for stores and e-commerce.

In South and Southeast Asia digital banks such as FinTechs are gesteéngconquering
every year more market share of the financial industry. The case na @hvery similar
to the European scenario and the scenario in USA: real digital eeosystuch as AliPay
and WeChat are moving forward the fully establishment in the finamsaket. AliPay
and WeChat enable enhanced e-commerce through their platforms, offeringpra
personalized experience and a variety of payments options,diajupeerto-peer.

In East Africa, people are starting to use different methods of paysnand making
transaction thanks to the usage of mobile phone. For example, M-Slsvegia bank
account issued by the Commercial Bank of Africa in Kenya. Takeupnd usage of M-
Shwari in the last years has been remarkable. There are over 10 milliBhvri

accounts and the Commercial Bank of Africa disburses 50,000 loansdayer®ne out
of five Kenyan adults are active customers of M-Shwari.

The reason why M-Shwari had a huge success in Kenya was thelppssibeing able
§} JEE}A }v uv U]v E o 8]u U 3} 3yokeeRds meetinthd 0]
short term.

Figure 3

Another example is in United Kingdom, where Barclays provides i@esefexperiences
]Jv 0]( *3Co @& ¢ epu Z + pOSPE U E¥u ®[SEIA oXvVv Vv3C]



satisfaction after enjoying the experiences, the bank can better understaed
preferences and therefore associate the needs and desires with specific targétesl of

/8] JU%}ES vE8 8§} « C §Z S SZ E & E]ele Jv «Z E(BRZ 3§
%}ee] 0 % @E} o ue }( %E]J]A C v e HE]SCW JEe $u vEoC(
infrastructure which has the role to protect the information exchangetiveen partners

of the collaborative network.

In a nutshell, the main benefits of an open banking model areingmoved customer
experience, new revenue streams and a sustainable service model for underserved
markets.

Beyond banking

Beyond banking refers to the fact that banks are trying to extend theewethain with the
Ju s} tu EP] o % ES }( pe3lu E[ ]Jol& oiddedX dZ (
financial services, integrating their services with others providedfiigreint actors.

Alike the open banking, there is an ecosystem of stakeholdermlibis case customers
can benefit from various kind of services by different kingrofviders, not just financial
services. For instance, when offering a loan for a house, banksgreesiother relevant

information such as neighborhood resources or information on schodlddaa the area

of the house.

Therefore, beyond banking is based on a platform in which muléipters are present
with different roles. This platform, in which customers can beriedm different typesof
services, is a digital platform where all the services are integrateddier ®0 provide an
overall exceptional customer experience.

In this scenario of multiple services, banks develop and maintaitdokbone and the
infrastructure of financial products that integrate into a wide rangf non-financial
services.

1.2 - Penetration of smart devices in the industry

When it comes to digital means, we have to mention the ones through whbectks,
customers and other possible stakeholders (in an open or beyondrgpakosystem) can
accomplish many kind of tasks and activities.
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The smart devices used can classified into three types:

x PCllaptop
X Smartphone
x Tablet

The penetration of these devices has produced a deep transformatioredfidbits and
preferences of the customers, who are becoming increasingly accustomedate sh
information about themselves and interacting with other people onlineotigh social
media platforms.

In particular, in the countries with developed economies, where ieobroadband
networks are available at low prices for almost everyone, Internet hasrhea place
where consumers can compare all kinds of products and services farthg their
experiences with others. This is the actual scenario of many sectors, andaheiél one
IS not an exception: customers can compare online different firdrservices (such as
deposits, mortgages or insurance policies) and find relevant informatide qasily.

In strategic terms, this brings to a higher competition in the markeeajpbe can compare
various services provided by different players in the industry, they d@ose the
cheapest service or the best service according to their needs easily, withoung to go
physically in the branch of the banks or insurance companies taractipe information.

Moreover, with the adaptation of customers to interact via digital medianany areas
of their lives, their expectations of an overall higher qualitfy the services has
dramatically increased, especially in the financial area where impoféabrs such as
wealth, money and investments are involved. Banks have adaptetigoiricrease in
expectations, for instance providing a service of customer service alealldly online or

providing the possibility to interact through social media or email.

However, banks are still adapting to the fast-changing behaviorastomers and today
we are fully in the phase @nline bankingandMobile banking

Online banking

Online banking consists in allowing customers to leveragingib@rikols and carrying
out financial operations from the comfort of the home, office ohile travelling. For
instance, customers can pay their bills online, download eleatretatements, making
transfers and buying additional services if desired.

11



Regarding bills, many banks offer a service of automatic bithpais: all the customer
has to do is to make sure the money needed is in the bank account bamseheduled
date of payment. In this date, the bank will automatically process thenpays on behalf
of the customer (for instance sending money to the electric, gas or waterdagyv

The possibility of checking and downloading statements endilfows to save paper,
preserving the environment and keeping private and secure the informatiotacued.
The customer can also access anytime to the statements and see all the transhetions
made, both revenues and expenses.

As a standard service, modern online banking will offer customersutomated (self-
learning) record of their income and expenditures which canresgnted in chart form
or categorizedt via mouse click/touch/voice activationby type or size of expenditure
or by date, for instance. On this basis it will then also be possiligeractively calculate
customers' differing financial needs in the shape of scenarios. Theditetk proposed
are based on the collected and evaluated behavioral data in respecastdmer spending
patterns or propensity to save or take risks. For example, it is possibleotadpr
calculations showing customers a chart of a consumer loan, property mortgage
retirement plan in line with their financial behavior. Consideratwill also be given to
external dynamics (interest rates, securities quotations and exchange rates) vdn be
changed interactively in the scenarios and forecasts. Additionallytoroess can
configure individualized services, such as alarm signals or text messaggerm them
of overdrafts or unusual account activity which the underlyind-ls@lrning algorithm
recognizes.

Mobile banking

Mobile banking is the online banking carried out on the goptigh mobile devices such
as smartphones and tablets. Wireless Application Protocol (WAP) is the tegkino
architecture that makes accessing Internet pages possible from a mobile déiAde.
provide a user experience similar to the one conducted on a laptopbanks have to
create mobile friendly websites for customers to guarantee so.

Taday some banks offer a free download of a mobile banking apmitathrough the
Google play store on Android or the App store on i0S. On thedeafppns, customers
can log in and check the balance, manage the bill payments anddranshey between
accounts from wherever it is possible to have an internet connactMoreover, they can

uvFpP §Z €& ]S v ]S @& [ HUE]SC ¢ SSJvPvwe S]hvvXC }S
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The mobile banking applications are a reliable channel and offer usensagsibility to
conduct more complex transactions compared to a simple access to tie d=count
from a mobile browser.

A bank, in order to decide which kind of solution adoptistnconsider the advantages
and disadvantages, the needs of customers and its technology infrastrudtare.
instance, a mobile banking application brings more develogreests but it is typically
more reliable and offer a compelling user experience.

1.3 - Digital functionalities
The main digital functionalities that banks carry out today are:

1. Information gathering
Account opening
Customer onboarding
Dayto-day banking
Start a relationship
Expand a relationship
End a relationship

No kM wDN

| will now explain briefly each of this one, giving sorramples of activities included.

Information gathering

By information gathering, | mean access to information on the vargroducts offered
by the banks and the various pricing according to specific groupseeds.

The act of collecting information in the digital world typigadiccurs through public
websites and social media platforms.

Account opening

The experience of opening an account today occurs mainly in thaldigrld, thanks to
the channels and identity verification methods.

JA A EU Jv 8Z 3C%] 0 SE ]58]}v o W JAPIEoB}IE <p][E ES
in order to open a bank account.
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We will see in the related chapter that today, there are some Non-traditioampetitors
of banks that allow customers to open a bank account entirely online.

Customer onboarding

By customer onboarding | mean guidance of the customer in the first staps pfocess
of fully understanding the potentialities of the digital platform which he/she will
operate daily to check his/her financial data and relevant information

Dayio-day banking

Activities carried out daily by the users are mainly digital: cimgctie balance account,
withdrawal, deposits, managing the account and making money transfers.

Start a relationship

Even if traditional banks typically requires a visit to theirmiolato start a relationship
with them, today there are the so calldohtechswhich do not have any physical space
and are totally online banks. | will go further in details in theatesd chapter about
FinTechs and Non-traditional competitors.

dZ & (}E& 15[ %o}ee] 0 S} ((JEuU SZ § ]&]%0}v]SpE 53C*§ V@BV
a bank today.

Expand a relationship

Banks can sell to their existing customers additional products andcesrilike saving
accounts, term deposits, loans, investment funds and others thraligjtal platforms.

Furthermore, banks can observe the characteristics and the behavithg afients and

A opu 8 85Z %}5 v3] 0 E]ele e} ] 3s mandatoryfrom the lanXfor § [
banks to make a classifications of customers depending on their level oiviiskhe so
called KYC (Know Your Customer) process.

For instance, the major Italian playe¢ras we will see on details in the third chaptemn
its process of vetting customers classifies them according to three levedkofhigh,
medium and low.

14



On the basis of the level of risk associated to a customer, differerg frames of
repetition of the process will be considered and applied to that gjpecustomer.

End a relationship

Banks can close a relationship with a customer entirely with digji@hnels. At the same
time, customers can voluntarily close their relationships through the digafiqom.

1.4 - A new model for banks: Bankirgs-a-platform (BAAP)

The three mam-categories described design a new model for banks: the bardsiag-
platform model (BAAP).

As it can be seen in the table, the differences are substantial betweenuirent state
of traditional banks and the model of BAAP in a wide range f&frdiit aspects inside the
firm, from the scope of the firm to the organizational chart.

In the traditional bank, the company itself does everythingobsiy v} v[§ Z A
lot of relationships with external partners; in the BAAP modeg, ptatform involves a
collaborative network between the bank and other partners.

Other partners carry out complementary activities, which can be provialingr financia
services (open banking) or services/products different from the finaoncias (beyond
banking).

In the BAAP model, the bank has a collaborative approach witbhstlail the partners
involved in the platform; the platform partners, instead, can havecdalaborative
approach with some partners and a competitive one with others.

For instance, partners such as MasterCard or VISA will compete betaebnother in
}E €& S} }(( & sZ *§ ¢« EA] (}JE % Cu v3e }%35]}ve 8} vl

Regarding the technologies used, the traditional bank normally owrstdogies which
are not open source, not modular and with no open standards.

Iv 82 W u} oU 38Z ]Jv8 E}% E ]o]sC SA v W[ESV @
interfaces is key.

Banks own open interfaces and modular, open source technologibsopén standards.
As also mentioned before, data sharing is accomplished thro&ds. A
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PLATFORM LEVERS

TRADITIONAL BANK

BANKINGASA-PLATFORM (BAAP)

SCOPE OF THE FIRM

Does everything

Bank focused only on cor¢
competencies and core activities

Platform partners perform broad array
of complementary activities

SERVICE Owns 100% of produq Bank owns core product stack
stack
Platform partners develop and offel
ancillary services
PRODUCT Owns 100% of produgq Bank owns core product stack
stack
Platform partners develop and offel
ancillary products
INTELLECTUAL No sharing with anyon¢ Bank shares information

PROPERTY AND DAT

Platform partnersshare information

TECHNOLOGY Typically owng Bank owns modular, open source ar
technologies, which ar¢ with  open standards technologie
not open source, noj Owns application programmin
modular and with nqg interfaces (APIs) and the interfaces a
open standards opened

Platform partnersN- % E&Sv E-]
an vi[e¢ JvS E( =+ wu
interoperable

INTERNAL Centred on theg Bank centred on leveraging cor

ORGANIZATIONAL | company itself competencies and harnessing tt

CHART (divisional or relationships with partners on th
functional) platform

Platform  partners centred on
developing the ability to use the san
"o vVPuU P vieU p\
customer needs and behaviors

RELATIONS WIT Few relations with Bank collaborative approach

PARTNERS external partners

Platform partners collaboration with
some partners, competition with other

Table 1
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1.5 - Current technology innovations fostering change in the industry

There are three key technologies whose development could have an imponmgaict
for the business of banking: advanced analytics, machine leardisigibuted ledger
technology (Blockchain).

Some of these developments could have an impact in the mid-term, stimethe long

term. Some will be driven by banks, other by other actors infil@ncial market. Banks
need to evaluate carefully the implications and, as already exgdaiformulate a good

strategy in order to decide in which technology prioritize the invesita

Advanced analytics

Payments in the market generate a lot of transactional data that can have a signhifica
impact on transaction banking. Advanced analytics, such as Bi@lpatdhms, can help

to reach a better prediction and description of what happens inlyddife and
consequently banks are able to enhance their performance.

In the last few years there has been an exponential increase in thegdaterated and a
continued decrease inthecodt( S <S}E P W §Z & (}E& U ]S Ju]jvP
leveraging this information and also having more accurate informatiothe behavior

of the users.

Banks currently concentrate most of their analytics use cases in sales managemnent (f
example, next product to buy, digital marketing, and transactional &na)yfinancial risk
management (collections), and nonfinancial risks (cybersecurity and dietedtion).

Machine learning

Machine learning techniques increase the speed of processing datar&sb

Handin-hand to advanced analytics, machine learnih§[¢ Z 0%o]VP Vie S} 1} %o
performance and retrieve more accurate information than ever from the financial
market. Some of the most significant advances brought about by advaeytics and
machine learning are in customer segmentation, which is becoming much more
sophisticated and productive. The improvements affect an array ofigesivbeginning

with the prevention and management of bad debt and extending throtoghternal and
external account resolution.

Leaders taking the analytics-based actions that define the new madel dlready begun
to realize gains in efficiency and effectiveness. For instance, a fafBotopean bank
automated 90 percent of communications with clients by developing &elwanced-
analytics models using machine-learning algorithms.
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The models use hundreds of variables, including client demographicafanghation on
overdrafts, client transactions, contracts, and collaterals. The baniehézed more than
30 percent in savings with no loss in operational performarm@nks to this machine
learning algorithms.

Increased investment and subsequent advancement of Al and machine leaming
banking help translate this data into pointed insights that help maketter decisions.

If step one in the adoption of Al and machine learning was to gyrgtisting processes
with intelligent automation, the future lies in being able tdesfbespoke solutions that
are tailored to each customer based on their previous interactions. Theautemolof
chatbots in banking is an example.

Chatbots present a dual benefit to banks. Increased number of interectand
continuous learning over each of those interactions helps the bot toans from a
transactional entity offering textbook responses to basic questions atpersonal
assistant, which can offer intelligent suggestions and personateszmmendations. At
the same time, the transactions allow banks to gather a lot more infoienaabout

customers and target them with relevant products and services that would make sense

to them.

For instance, banks such as American Express and Wells Fargorbaudg aitroduced
Facebook Messenger bots to help their customers with details about fheincial
transactions over chat. Since bots are programmed to learn based on eadadten
and chat conversation, the interactions become far less transactional and hikean
with time.

Distributed ledger technology (DLT)

A distributed technology ledger could have a disruptive impact amass models of the
banks. The distributed technology ledger is based on a decentralescrk in which all
the actors can see the transactions occurring on a real time basis. Nowaldayapst
known distributed technology ledger is Blockchain, which ierying cryptocurrencies
in order to develop the distributed network.

Blockchain could have a powerful impact in many industriesta@dinancial one is not
excluded, if not one of the most impacted by this decentralizedretigy.

Ao}l Z]ve Z A 3Z %}3 v3] 0 8} Je%o0 ]OBCIVUS[E we
occurring on traditional corporate databases, which is whatlaerlies nearly every
financial service function. Any financial operation thas haw transparency and limited
traceability is vulnerable to disruption by blockchainlaggpions. DLT is therefore both a
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PE 3§ }%%}ESUV]SC Vv  o0-°}accopdi@@pdd@&iba Wakiedeahof Lerner
College and business administration professor, and Andrew Novaquiofessor
of electrical and computer engineering, both at the University of Delawssed at
Newark (USA).

Besides that, Blockchain would reduce the massive duplication fofmation that
creates delays, conflicts and confusion in many aspects of finaeciates. For instance,
the massive duplication of information that creates delays, conflicts andusanf in
many aspects of financial services could be reduced thanks to the deczaticaii of the
distributed technology.

However, there are no only pros shifting to this new technologieabhdigm. Indeed,
there are some possible bumps and issues to consider along the way ofdhgacad

Making use of the Blockchain is not as simple as just buying a newassfand running
it. All the relevant members inside the bank organization shouldtf@mew system.

These members participating in a blockchain may have misaligned incemtinves
different interests, and this can end up in a gridlock or ilinated adoption of the
technology.

Cloud infrastructure

Many financial institutions use cloud-based softwaisea-service (SaaS) applications for
business processes that might be considered non-core, such as CRMd HiRaacial
accounting. They also turnto SaaS %0} |[vs *}ous]}ve[ }v §Z (E]JVP « }( §
including security analytics and KYC (Know Your Customer) verification

Even so, the technology is quickly becoming predominant als@indte activities in the
financial industry. According to the consulting company PyC2020, core service
infrastructures in areas such as consumer payments, credit scoring, and statements a
billings for asset managers will be based on a cloud infrastruatueelarge number of
financial institutions.

However, important issues arise when considering cloud infrastructeirst of all, the
most important challenge to address is the security of customers datardoamation.

Financial companies should carefully consider how to protect ffata cyber attacks
when adopting a cloud infrastructure. We have also already egiaihat one of the
main challenges faced today is cyber-security.
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Some countries worldwide have imposed strong restrictions on the tran$fdrent data
to the public cloud. For this reason, many financial institititoday are going towards
the adoption of a private-cloud solution.

1.6 - Non-traditional competitors: FinTechs and digital lenders

FinTechs and non-traditional competitors are changing the finaseialices industry
today. A pursuit of innovations and paradigms is the only wapénks to survive in the
digital era. Therefore, banks are trying to embrace the changes andgeméiy to new
innovations and technological paradigms in the moment they occtihenmarket. The
competition for banks now is in innovation and no longecamserving stability or the
market share.

FinTechs are financially focused platforms that employ softwaikk tanhnologies to

support existing banking and financial services. Moreover, thestéopins are fostering

innovations in all the area of finance, from retail bankingtyptocurrencies and lending
money.

Investments in FinTech have grown exponentially, reaching US$®@hb in 2017 and
bringing total global investment to US$122 billion over plast three years.

FinTechs have a lot of strengths: first of all, they are nimble andpgbefocused efforts

JV ¢% ](] *« EA] « vIEu ooC }(( E CV[¥IZXADBE }ACE Uvs
legacy systems like banks do and they are excellent in remorvictgpris between
customers and banks. Legacy systems are mainly relatsgstems, dated back to the

1970s, that hinder performances and hamper technological innovation

Finally, they have a strong understanding of the customer journBlyey have
demonstrated to be able to provide value in every step in whicbtargial customer and
then a customer finds himself.

When it comes to weaknesses, instead, FinTechs normally have soniléyirtakeasily

scale and grow by connecting with more customers. This is due t@thé¢hlat FinTechs

*3]oo }v[8 Z A 3Z o0 Ao }( SEpS ¥Z58% SA|«UZ&AVM /¥ &[]
the access to capital that banks have.

Examples of FinTechs around the world include pgegueer (P2P) lending services in

Asia, or mobile payment solutions in Africa likeW-+ $Z & 00}A % }% o0 AZ} }
a traditional bank account to make purchases through their cellphone atclvuEurope,

the german startup N26 offers potential customers the possibility to opema@ount

entirely from a smart device (smartphone, tablet or laptop) just in sommautes.
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Another example is the irish FinTech Leveris that has built a full;stokdalone core
banking and lending platform, that delivers a cloud-basedclgio-market solution for
traditional banks and consumer brands. Leveris platform is built spalbyfifor modern
cloudbased infrastructure. Because of that, Leveris does not find issues thatatiy

arise when migrating a legacy core banking system to the cloud system.

Many traditional banks offer some form of digital capabilitiesusn@lending, such as loan

status, loan payments and basic account information. However, the majof
traditional vle[ 0 vV JVP % @E} e*¢ U |Jv Oopg JVP }vo]JvP U%6E®} Sq}vli
underwriting and funding, have yet to be overhauled througbhnology. This means

there is still a lot of opportunity to improve productivity, s®more loans and increase
revenue per loan with faster and automated services.

In this context, digital lenders are non-bank alternative lenders wéietoffering services
(mostly loan services) that traditional banks are not yet capable efiof.

However, the real competitive advantage does not stands in the servalé iisstands
instead in the use of technology to reduce the time and cost ofr@atmg and servicing
loans, allowing to grow the portfolios of activities more cefficiently.

1.7 - The main challenges facing digital banks today

The pressure for players in the financial industry is incregygi growing, both for
traditional banks and non-traditional competitors. They all neéedace, thorugh their
digital strategies, the increasing intensity of the competition in tharfsial environment
with increasing technology-driven firms entering the market. The prigitp develop a
digital platform ecosystem with consider entering into potential strategjliances with
external financial service providers. In this context, the most importaaliehgesare:

1. Trust

Trust from customers in the financial sector is mainly related to the praogss$ifinancial

transactions: customers want security, privacy and protection of thesq®al data. Loss
of data or relevant information of a customer could break the relatign&etween the

bank and the customer. This is why banks, in the digital era weuwarently living, are

iInvesting many resources in securing data, systems and processes.

Trust has to be recognized by banks as a critical success fadker fimancial market,
deciding whether the outcome is success or failure. Indeed, th@ybanks who can
JVA]v 0] v §Z 8§ SZ JE & Je « UE]E %A}EHE] » W us}
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other purposes without their consent, will not only continue tostxn the financial
market, but also grow.

2. Transparency

Transparency measures are fundamental to overcome customer mistrust and minimize
data protection infringements. It should cover all steps of data analysaning not only

the collection of them but also the actual analysis and the Wohg usage and
exploitation. In this perspective, customers should have the possitalityllow each step

and the communication should be clear and understandable.

Another important point to consider is th@eneral terms and conditiortkat customers
accept if they want to use the financial services.

Ilv & €& S} Pu €& vs SCE ve% E v C (}E SZ pe Pe }( pHeS
complicated general terms and conditions should be avoided. Unfortiyates is not

the case most of the times. Customers claim their rights to know what happé&msheir

data and what kind of usage banks do.

In this perspective, most of the times there are stringent regulatogime that oblige
banks to adopt measures of data privacy and data protection. Howedeitional self-
imposed and voluntary measures could help banks to become much moreémg,
with the effect of establishing better and longer relationships with comstos.

Another aspect to consider is that the fact that discussing potential isawevance with
customers and documenting their consent could ensure a long-term relatipitstsed
on trust and respect of confidential information between the parties.

3. Cost pressure

Pressure on margins is increasing. Financial companies have to praddcprovide
services in a more efficient way. The future, not only in tharfcial industry but in all the
sectors, is going toward more automation, industrialization and standatidin in the
core business.

Generally speaking, banks are breaking up and revolutionizing gaains and increasing
the level of standardization and automation of processes.

Besides this, they are relying more on centralization and experimgndifferent
distribution channels. Meanwhile, regarding the typical activitesied on, banks are
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driving forward outsourcing of certain functions and shiftingestifunctions from front
to back office.

4. Cyber-security

Cyber-security is key in a fast changing digital environment, amdinbncial industry is
not an exception. Banks need to guarantee the security, protection ancqyrof
customers data and information if they want to build a long-lasting retatp with
them. Indeed, trust is based on all of these three factors.

In this perspective, the main technologies involved are theiCtechnology and, more
broadly, the Internet Of Things (loT). Cloud technology saatdthe basis of a new
infrastructure, in which all the relevant data and information are shdvetiveen the
actors having access to the cloud itself. Because of issues of sentifyrivacy, many
financial companies are opting for private-cloud infrastructure.

Internet of Things refers to all the physical objects (devices, batses, wearables) that
contain sensors, software and that are able to communicate between each dtier.
growth in financial services has primarily occurred in payments, insuramze
transactians.

5. Reqgulatory pressure

Banks need to spend a large part of their discretionary budget orglmmpliant to the
increasing regulatory requirements, and on building systems and presd¢eskeep up
with the escalating requirements.

I will explain deeplyhe regulatory pressure in the following chapter, presenting and
discussing the most recent regulatory requirements and their consequencethe
financial environment.
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CHAPTER2 - REGULATIONS, DIRECTIVES AND LEGISLATIV
PROCEDURES IN THE FINANCIAL INDUSTRY

2.1 Financial instruments regulations
2.1.1 - Markets in Financial Instruments Directive (MiFID)

MIFID is the Markets in Financial Instruments Directive (2004/39/EChas been
applicable across the European Union since November 2007. ltoserstone of the
EU's regulation of financial markets seeking to improve the competitivenessehating
a single market for investment services and activities. Another goalesgare a high
degree of protection for investors in financial instruments.

MiFID sets out:

x conduct of business and organizational requirements for investment firms;
x authorization requirements for regulated markets;

x regulatory reporting to avoid market abuse;

x trade transparency obligation for shares;

x rules on the admission of financial instruments to trading.

The20th October 2011, the European Commission adopted a legislative pabfmr the
revision of MiFID, which took the form of a revised directive andva regulation.

After more than two years of debate, the Directive on Markets in Fr@hnstruments,
commonly referred to as MIFID Il, and the Markets in Financial msinis Regulation
(MIFIR), were adopted by the European Parliament and the Coahtile European
Union. They were published in the EU Official Journd2dune 2014.

MIFID Il and MiFIR withdrew the Directive 2004/39/EC and the |Rismuon Markets in
Financial Instruments previously adopted.

2.1.2 - MIiFID Il improvements

MIFID Il and MiFIR ensure fairer, safer and more efficient madsetdacilitate greater
transparency for all participants. New reporting requirements and testeasa the
amount of information available.

The rules governing high-frequency-trading impose a strict set o&nigtional
requirements on investment firms and trading venues.
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Besides this, the provisions regulating the non-discriminatory accessetdral
counterparties (CCPs), trading venues and benchmarks are designed to increase
competition.

The protection of investors is strengthened through:

X introduction of new requirements on product governance and indepemden
investment advice;

X extension of existing rules to structured deposits;

X improvement of requirements in several areas, including on the respibtgiof
management bodies, inducements, information and reporting to clientssser
selling, remuneration of staff, and best execution.

2.1.3 - Why MIiFiD Il ?

The stated aim of the MiFID is for all EU members to share a common, regugitory
framework that protects investors. MiFID came into effect prior to the 2fi6&ncial
crisis, but changes were made in light of the crisis. One of the issties aniginal drafts
is that the regulatory approach to third world country firms was lgftto each member
state, and that led to some firms outside the EU having a competiivantage and an
easier regulatory oversight compared to firms inside the EU.

This issue was addressed through MiFID Il, which harmottigediles for all firms with
EU companies. The Markets in Financial Instruments Regulation (MRS in
conjunction with MIiFID Ito extend the codes of conduct to other types of assets,
including for example contract based assets and structured finance products

2.1.4 - EU Regulatory Vision

MIFID and MIFID Il are just one part of the regulatory changes sagéepbe EU and
affecting the compliance departments of all the financial firms opagathere (insurers,
mutual fund providers, banks, etc.)

Taken together with other regulatory initiatives like the General DRtatection
Regulation (GDPR) and the Markets in Financial Instruments RegMitfiRR), the EU is
pursuing its vision of a transparent market with clear rights and protestifmn EU
citizens.

Alike many regulatory framewks, the major part of new rules are slight modifications
upon existing regulations, such as the requirements forodis@ where a conflict of
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interest exists. However, several best practices, like the appointmentsafcgde officer
responsible for protecting client interests from within the firm, are na@xplicit
requirements for firms wanting to access the EU financial market.

2.1.5 - Alternative Investment Fund Managers Directive (AIFMD)

The Alternative Investment Fund Managers Directive (AIFMD) is andblatren that
applies to hedge funds, private equity funds, and real estate fuRtaks.institutional funds
that fall under the AIFMD were previously outside of EU firn@gulations for
disclosure and transparency, including the Markets in Financialumshts Directive
(MIFID)

The AIFMD sets standards for marketing around raising private capital, ezatiom
policies, risk monitoring and reporting, and overall accountabilitye AIFMD is part of
an increased push for investor protections that the EU undertook hesbre the 2008
financial crisis, when efforts started to increase due to the systematis thek crisis
revealed

The AIFMD has two major objectives. Firstly, it seeks to protect imgelsyointroducing

stringent compliance around how and what information is discloseds Tricludes

conflicts of interest, liquidity profiles and an independent \aion of assets. The
directive points out that alternative investment funds are intended for fessional

investors only, although some member states can choose to make theseduatlsble

to retail investors, as long as additional safeguards are applied at@aatevel.

The second objective of the AIFMD is to remove some of the systeskgthat these
funds can bring to the EU economy. In order to do this, tHeM&) mandates that
remuneration policies should be structured in a way:

f that does not encourage excessive risk tgkin

f that financial leverage is reported to the European Systemic RisklBoar

f that the funds have robust risk management systems that take liquidity into
account.

2.2  Accounting Regulations
2.2.1 - International Financial Reporting StandardsFRS

International Financial Reporting Standards (IFRS) are a set of inb@@dadiccounting
standards stating how particular types of transactions and other finaeehts should
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be reported in financial statements. The International Accounting Staisdaoard (IASB)
issues IFRS, and they specify exactly how accountants must manthireport their
accounts. IFRS were established in order to have a common accoamgugbe, in order
to have a better understanding of businesses and accounts from compacgympany
and country to country.

IFRS are standard in many parts of the world, including tliepgean Union and many
countries in Asia and South America, but not in the United States.

The Security and Exchangguu]ee]}v ]Jv h~* } v [ § svlitch &o driternational
Financial Reporting Standards in the short term, ibutill continue reviewing a proposal
to allow IFRS information to supplement US financial filings.

Countries that benefit the most from the standards are those that do a liottefnational
business and investing.

Advocates suggest that a global adoption of IFRS would saveymmm alternative
comparison costs and individual investigations, and in the meardito@ing information
to flow more freely.

In the countries that have adopted IFRS, both companies and invéstioesit from using
the system, since investors are more likely to put money into a comndhe company's
business practices are transparent. Moreover, the cost of investments areykvad .

2.2.2 - Generally Accepted Accounting Principle&AAP

Generally accepted accounting principles (GAAP) refer to a common setcepted
accounting principles, standards, and legislative procedures d¢batpanies and their
accountars must follow when compiling their financial statements. GAAP aresed on
the practices of US companies and they are issued by the Financial Accétatigrds
Board (FASB).

Generally speaking, GAAP are a combination of authoritative standards de¢ BASB
and a commonly accepted ways of recording and reporting accountfogriation in

USA. GAAP improve the clarity of the communication of finamd@innation, especially
for external investors who want to have a better and more accurate ideahen
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companies they want to invest in. GAAP covers such things as reveoogniton,
balance sheet item classification and outstanding share measurements.

GAAP must be followed when a company distributes its financial statesnoenside of
the company. If a corporation's stockgablicly traded in USA, the financial statements
must also follow rules established by the US Securities and Exchamge<smn (SEC).

However, some companies may use both GAAP and non-GAAP compliantesedsen
reporting financial results. GAAP regulations require that non-GAAP meaatges
explicated clearly in financial statements and other public disclesusach as press
releases.

2.2.3 - IFRS vs. GAAP
The main differences that exist between IFRS and GAAP accoungisgnailide:

x LIFO Inventory

While GAAP allows companies to use kast In First OufLIFO) as an inventory
cost method, it is prohibited under IFRS.

x Costs of Development

The costs of development of products are to be charged to espers they are
incurred under GAAP. Under IFRS, the costs can be capitalizachanized over
multiple accounting periods.

x  Write-Downs

GAAP specifies that the amount of write-down of an inventorip@d asset. This
guantity cannot be reversed if the market value of the asset increases. Ttee wri
down can be reversed under IFRS instead.

As mid-size and big companies increasingly need to operate in globats)and conduct
operations around the world, international standards are becomingessingly popular
at the expense of GAAP, even in USA.
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2.3 - Banking regulations

Banking regulation is a form of government regulation whichjextts banks to certain
requirements, restrictions and guidelines, designed to create market texespy
between banking institutions and the individuals and corponagiowith which banks
have relationships and make business.

2.3.1 - Basel Committee on Banking Supervision

The Basel Committee on Banking Supervision (BCBS) is the wiofedystandard setter
for the regulation of banks and provides a forum for regular cooperabn banking
supervisory themes

The Basel Committee, initially named the Committee on Banking |[&ems and
Supervisory Practices, was established by the central bank Governbes®@faup of Ten
countries at the end of 1974, after big problems with internationakrencies and banking
markets. The Committee's first meeting took place in February 1975;hi@cemeetings
have been held regularly three or four times a year.

Today the committee has 45 members, including central banks andsogugkvisors from
28 jurisdictions. The committee consists of senior representativdsank supervisory
authorities and central banks of the following countries: Argentinastéslia, Belgium,
Brazil, Canada, China, France, Germany, Hong Kong SARIhbahasia, Italy, Japan,
Korea, Luxembourg, Mexico, the Netherlands, Russia, Saudi AGbgapore, South
Africa, Spain, Sweden, Switzerland, Turkey, United Kingdord @Ad

It is namedBaselCommittee because it usually meets at the Bank for International
Settlements in Basel, Switzerland, where its permanent Secretariat is located.

The main goal of the committee is to strengthen the regulatsupervision and practices
of banks around the world in order to enhance financial sighilThe BCBS aims to
enhance financial stability by improving supervisory know-how and thelity of
banking supervision worldwideThis is done through regulations named accords, known
worldwide as Basel accords.

These accords are a series of international standards for banks regulatiparticular
regarding capital adequacy

The Basel accords are four and they are: Basel |, Basel |l, Baskthik most recent one
Basel IV.
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2.3.2 - Basel |

Basel | is a set of international banking regulations written byBhsel Committee on
Banking Supervision that sets out the minimum capital requirementdinaicial
institutions, with the overall goal of minimizing credit rishkd establish an appropriate
risk-weighting of assets. Therefore, Basel | was primarily focused oit Rigdand Risk
Weighted Assets (RWAs

The Basel Committee classified and grouped the assets of bank ircafiggories,
according to the level of risk that is associated with that class of asseyingarisk
weights of:

x 0% (for example cash, bullion, home country debt like treasuries);

x 20% (securitizations such as mortgage-backed securities (MBS) withginest
AAArating);

x 50% (municipal revenue bonds, residential mortgages);

x 100% (most corporate debt);

X No rating.

Banks with an international presence are required to hold capitabhéqr greater to 8%
of their risk-weighted assets.

Put in mathematical terms, the capital adequacy indicator of a bankaslatdd by the
ratio between the capital and the risk-weighted assets. This ratio, acapidi what
established by Basel I, should be equal or greater than 8%:

0f—+3%’ N
— .09
._.TM‘?.(..ZS(S j;TMTM<STM

The implementation of Basel | standards brought positive effects in fitencial

environment. Besides a relatively simple structure of the standards laactategories,
the main effect was an increased competitive equality between internatlgractive

banks, given also the worldwide adoption. The capital of batdded to be managed
with greater attention and discipline by banks. Finally, throughdapital adequacy ratio,
Basel | created a benchmark for an overall accepted assessment of thespiayie

financial market.

Even though these advantages, some weaknesses became eventually evident. For
iInstance, the capital adequacy ratio depended only on creditwibke other types of risk
such as the market risk and the operational risk were excluded. Consequealtigsv
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involved in the adequacy ratio were considered at their book valug ot at their
market value. Moreover, when considering the credit risk, there was ifference
between debtors of different credit quality and rating.

These considerations brought to an amendment to recommendations from 1983 an
1996, which introduced a new capital adequacy ratio for capitalireqment and a new
JveSEpuUu vS (}JE& SZ e eou vsS }( WhHueat Bk /aR)]sI1U SZ

Firstly, the new capital adequacy ratio was between the capital and skeweighted

exposures, including also market risk

0f—-81°
~eT™ Decee78cS «Z7—0o™p"«Beg $7S “F7cE "o

Secondly, the new instrument introduced by the amendment, the Value at Risk
statistic that measures and quantifies the level of financial risk withirark lover a

specific time frame. The VaR of a bank is determined with statisticalkelsaahd

techniques, used to assess the potential lasd the probability of occurrence for the
defined loss.

Today, VaR is still commonly used by investment and commerciad badketermine the
extent and occurrence ratio of potential losses in their institutigmartfolios.
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an amount of potential loss, a probability of occurrence for #meount of loss and a
specific time frame.

2.3.3 - Basell

The main objective of Basel Il was to align regulation with the pesttices in risk
management, providing banks with incentives to enhance risk measureamehavoiding
all the possible forms of regulatory arbitrage.

As the former chairman of the B o }uu]$S$§ : Ju (E pBasel-ll Jisthot*
intended simply to ensure compliance with a new set of capikas. Rather, it is intended
to enhance the quality of risk management and supervision.

Basel Il is based on three principles

¥, Minimum capital requirements
¥, Capital supervising
¥, Market discipline
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Principle 1: Minimum capital requirements

The definition of bank capital, established with Basel | iB188mained the same also in
Basel Il and it remains largely the same today as well. This dafimtakes a classification
of the capital into three different levels: Tier 1, Tier 2 aret Bi These three tiers were
born from the necessity of some criteria to ensure the similaritgagital components
across all the countries. These critegie:

X Permanence;
x Freedom, meaning the ability to absorb losses on an ongoing basis;
X Subordination to depositors and other creditors.

The extent to which a capital instrument meet these criteria will determireettar of
capital in which it is categorized.

Tier 1 deemed to have the highest capacity to absorb losses, in twdaliow banks
continue to operate on ongoing basis. This includes common shalehebuity and
disclosed reserves, which are reserves published after tax earnings and dividen
payments.

Tier 2 capital is the secondary component of bank capital that comgpbs@k's required
reserves. It cannot exceed 100% of Tier 1 capital and it is déstyas supplementary
capital. This supplementary capital is composed of items such as usddadleserves,
revaluation reserves, hybrid capital instruments and subordinated tezbt.d

Undisclosed reserves are reserves not disclosed publicly by the bank videlé
revaluation reserves are reserves created by the revaluation of the asset (a gudodin
example). Hybrid capital instruments have mixed characteristics of telthahd equity
instruments, such as preferred stock. The last component is debt suiaded to other
debts, loans or securities with a higher seniority.

Tier 3 capital includes a greater variety of debt than Tier 1 and T&pifals. Tier 3 capital
include a larger number of undisclosed reserves and subordinated termcoeiypared
with Tier 2 capital.

In particular, to qualify as Tier 3 capital, assets must be limité&tb@86 of a banks Tier 1
capital, be unsecured, subordinated, and have a minimum maturity ofywars.

Principle 2: Supervisory review

This principle is based on the foundation upon which Ilsastkould have a process for
assessing their overall capital adequacy according to their risk paoftlea strategy for

maintaining their current level of capital.
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This process is carried out by one or more than one professionales§ig called
supervisors, that have the specific dufy} & A] A v A op § vlie[ %]3 o
and the strategies related. 8% @E A]*}E+ «Z}po ul}v]S}E v veuE \
with regulatory capital ratios required from the Basel committee; isecthe ratios are

not respected, they should take appropriate action to require banks td kbapital in

excess of minimum requirements.

However, if possible, supervisors should seek to intervene at ay stade to prevent
capital from falling below the minimum levels required to pap the risk characteristics
of a specific bank. They should require a fast remedial acticaypital is not maintained
or restored over time.

On a national level, when considering the set of banks within shepe of the
implementation, supervisors should take into account quantitative as wejlabtative

E]S E] e Z - VI[e ]I v EJ]el % @Ee]o BAB] *}u¥oe 0]
international presence.

Principle 3: Market discipline

The purpose of the third principle, market discipline, is to complemeataberation of
minimum capital requirements and the supervisory review process

The Basel Committee has the objective to encourage market discipline blogeng a

set of disclosure recommendations and requirements which will allmarket
participants to assess key pieces of information on the scope of apphicatpital, risk
exposures, risk assessment and management processes, and therefore the capital
adequacy of the institution.

The disclosures that the bank must make are greatly increased. This isedegicallow

the financial market to have a better picture of the overall risk positbrthe bank,

iIncreasing the transparency of the banking operations. The disclosunehioh is based
the principle of market discipline allows the counterparties, partnars] all the other

possible entities with which the bank could have a relationshifet@ble to set prices
and deals appropriately in the financial market.

2.3.4 - Basel |l

Basel Ill is the internationally agreed set of measures developed asel Committee
In response to the financial crisis started during 2007.
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Like all Basel Committee standards, Basel Il standards are minimumneragnts that
apply to internationally active banks. Members are committed to impletimg and
applying standards in their jurisdictions within a period ohdi established by the
committee.

Being a response to the financial crisis, Basel Ill addresses a nundiertmiomings in
the previous regulatory framework and provides a foundation for argjrévanking
system, which will help avoid the presence of systemic vulnerabilities.

* SZ '} pu vs }( <« o //IThe obgettive ©ftbe feforms is to improve the
banking » S}E][- ]o]sC S} o}E <+Z} Ile E]°]vRBVIEH}u§{l® v
whatever the source, thus reducing the risk of spillover fromitt@d¢ial sector to the
real economy._

Therefore, the framework described aims to allow the bankirsgesy to support the real
economy, even in the most difficult and demanding circumstances.

Basel Il also aims to improve risk management and governance as wekbragisn

Vie[ S Ve% E v C Vv ]e 0}euE X &]Jv aal83 [« o( (}EE. (D
regulate significant cross-border banks. These efforts includerédbommendations to
reinforce national resolution powers and their cross-border implemeatat

Consequently, the committee mandated its Cross-border Bank Resol@roup to
report on the lessons from the crisis, on recent changes and adaptatd national
frameworks for cross-border resolutions and on the most effectienents of current
national frameworks.

2.3.5 - Basel IV

The 7 December 2017, the Basel Committee published a document firpBzsel 1|
reforms, also known as Basel IV. This document concludes the propasdls
consultations ongoing since 2014.

The purpose of the Basel IV was to establish a global minimum sthfafadealing with
the past financial crisis and, at the same time, to prevent new crises by snugetne
capitalization of the institutions. Another important goal was¢oluce high variability of
risk-weighted assets (RWAS).

The finalization took place by the Group of Central Banketdavs and Heads of
Supervision
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Key points of Basel IV are referred to:

X Credit risk;

X Risk weights;

X Operational risk;
X Leverage ratio;
x Capital floor.

Credit risk

Basel IV sets forth a revision of the standardized approach foiteigldand a revision of
the internal ratings-based (IRB) approach.

The regulations meet the consistency goals by removing the optiasédhe advanced
IRB approach for asset classes that are not subject to robust and prudeledimg. These
restrictions apply to three type of entities:

{ > EP vsiza]corporates (with consolidated A vu « }A !'@Aiiue
restricted to Foundation IRB (F-IRB) or Standardized approagbriyA

{ wvle v }SZ & (]tutiolsaestricted to F-IRB or SA only;
{ <pn]8] U E SABHY 5}

Risk weights

Risk weights become classified according to newly defined riskarégega standardized
approach aims to improve granularity and risk-sensitivity.

For instance, for banks, risk weights are driven by an externalgraianging from 20%-
150%. For jurisdictions that do not permit ratings for bank$ppunrated exposures, the
risk weights range from 20% to 150%, depending on newly efiilsk categories.

Similarly, for corporates, the risk weight is driven by external ratiraggging from 20%
to 150%. For jurisdictions that do not permit ratings for corporatsfor unrated
exposures, the risk weights range from 65% to 100%.

Small and medium enterprises are separately identified and apply an 8&%eight. For
subordinated debt and equity, the risk weight is categorized based poseixe type and
varies between 100% and 400%.
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Operational risk

Regarding the operational risk of banks, Basel IV removes all gxegiproaches and
started to require a single, risk-sensitive standardized approach.apiproach involves
combinat]}v }( SZ vI[e ]v }uhistaricad Ibsses.

Therefore, the previous approach used for operational risk was rededignd all
alternative approaches were eliminated.

Leverage ratio

The leverage ratio is defined as the capital divided by the exposwwasure. The
exposure measure is the sum of the on-balance sheet exposures, derivapiosuess,
securities financing transactions exposures and off-balance sheesergm

The leverage ratio is set at 3% of Tier 1 capital against tepaiseire. The capital and the
exposure measure should be calculated on a quarter-end basis; eveghthsupervisors
may allow more frequent calculations if they are consistent calculation

Basel IV introduces also an additional requirement for global sys#diyn important
institutions (G-SlIs¥5-Slis are required to meet a higher leverage ratio: in particular, th
leverage ratio must be greater of a particular percentage that equals #tedf the
percentage level of add on Common Equity Tier 1 capital. For exaiih@l&-SIl has a 2%
of add on Common Equity Tier 1 capital, the institution itgelf face an additional 1%
leverage ratio required.

Capital floor

One of the most important and new elements introduced by Basel I\éisdhital floor,
or output floor, designed to reduce variability in risk-weighteskets and to improve
comparability of capital ratios among banks. Moreover, the capibalr fis designed by
regulators to ensure that risk-based capital requirements do not fall taohm

The Basel Committee advocated using the standardized approachestataly RWAs
as a floor for the outputs from internal modelled approaches. The irgtigbgestion was
that internal model RWAs should not fall below 60% to 90%eaofdstrdized outputs. The
aim was to reduce the variation of internal model outputs betweenksaand to mitigate
model risk and measurement error. After more than 18 months of negotiatithe Basel
Committee agreed in December 2017 to set a floor of 72.5%.
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This was a compromise between US regulators who had argued fgharHevel, and
European regulators who wanted a lower level.

Therefore, BasdV require that RWAs should be calculated as the higher of the approved
approaches and 72.5% of the total RWAs, using only the standajipedach.

The standardized approach includes credit risk, counterparty creditsesiyritization,
market risk and operational risk.

All banks are also required to disclose their RWAs and capital ratibgsmbases: one
without the capital floor, and another with the floor appliedpag with additional and
more detailed information.

The future impact of capital floor depend on business models arti@approach banks
are using for calculating capital requirements. For large banks ugimal models to

calculate most of their capital requirements, the impact will be larger. Femtthe floor

is likely to result in a significant increase in capital requirements

Basel IV: implementation dates

The implementation dates are confirmed a% January 2022 for all the key points
considered above, plus the revised market risk framework already peblisn 2016 by
the Basel Committee itself.

The only exception to this date is the output floor of 72.58bich will be phased over the
following yearsasshown in the table below

1st January 2022 50%
1st January 2023 55%
1st January 2024 60%
1st January 2025 65%
1st January 2026 70%
1st Jauary 2027 72.5%

Table 2t Output floor phases

In addition to this, there will be a 25% transitional%a }v $Z Jv E <« }( (JEuUe[ C
weighted assets. This cap applies until t&eJanuary 2027.
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2.4 EXTRAJEregulations: USA, Brazil and Japan cases

International standards set by the Basel Committee are required to eribatell banks
which can transmit risks across borders meet sufficiently stringent solvermticandity

requirements. This is carried out with the objective to facilitdkee operation of

international banks at a global level, and to favour the integratibrglobal banking
markets.

Basel I, Il, Il and IV are not designed to be applied to th@evbanking system in all
jurisdictions. The Basel core principles for effective banking sigienvdo not require
jurisdictions to apply the capital adequacy rules to non-internatigredtive banks.

The Basel framework therefore follows the concept of proportionalifich refers to
tailoring regulatory requirements to non-internationally active ban&specially the
smaller and less complex ones. Indeed, Basel |, 1l and Il aireadgorate some limited
elements of proportionality by offering a variety of approaches dafculating risk-
weighted assets, as we have already seen previously.

The application of proportionality implies that regulatory requirerteemmay differ
significantly across banks in the same jurisdiction, depending onsite or other
characteristics. The impact of these differences in a competitive emaeoh can
partially explain why, when implementing the Basel framework, sonuatcies chose to
apply the standards to all banks in their jurisdictions, meanwhile othentcies decided
to apply the full Basel standards only to internationally active bank

Below there are some example of proportionality approaches in castgutside
Europe.

The case of United States

The USA has applied the full Basel standards to a specific grbapks and bank holding
companies. In particular, these are banks with an advanced apprdactking
organization. They are typically banking organizations withsclicated total assets
equal or greater than US$ 250 billion or with foreign exposarethe balance sheet equal
to US$ 10 billion or more.

A proportional application of the international standards in the WSie one related to

the market risk and credit risk frameworks. Only banking organizatiorts agijregate

trading assets and liabilities equal to or above US$ 1 bilhiorepresenting 10% or more
of total assets), calculated quarterly, are subject to the US implementatioradfet risk-

based capital requirements reflecting Basel Il standards.
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The case of Brazil

Brazil used to applysZ u]v]upu %]S 0o S v E « S} SZ JUVSEC |
system.

This included more than 1,400 institutions that range fromdaagd complex banks to
credit unions and securities dealers.

However, Basel Ill brought the country to a change of approach.

dz VEE o vl }( E IloU §Z IuvSEC[ (BPIB®]STEC v }awu
the approach taken since Basel Il and undertook a comprehensive andc publi
segmentation of the Brazilian financial system, starting to introduce |latony
requirements on a proportional basis.

The Brazilian regulation that establishes the new regulatory framewadkdandes the
Brazilian financial system into five segments was issued in JaB0ai it takes into
account the size, the international activity, and the risk profile of thigexct institutions.

The segmentation is applicable at the consolidated level to institutbpesating in and
from Brazil, which means that a foreign institution is assessed fhenperspective of the
operations of its Brazilian subsidiary.

The goal of the segmentation is to provide a simple categorizafitredinancial system.
Linked to that, the categorization must be suitable for a variety otilagry topics,
ranging from prudential supervision to recovery and resolutiondss

Once the segmentation has been established, the next step for Bsatol eéstablish
different regulatory requirements using the five segments as drivers fadotgcon the
appropriate proportionality for each specific situation.

The case of Japan

Japan applies the BasélE u A}EI+ 8} oo Jvd Ev §]}v ooC §]A vl
Services Agency defines them as financial institutions if they tia@er more branches

or subsidiaries outside Japan, including bank holding compacriedit cooperatives,
investment banks and regional banks.

On the other side, non-internationally active banks are subjectlasrsimilar to the Basel
standards, including the definition of capital; even though,ess!stringent capital
requirement with a minimum capital adequacy ratio of 4% applies.
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2.5 Payments Regulation: Payment Services Directive (PSD)

The Payment Services Directive (PSD) was adopted in 2007. This ¢egsiatides the
legal foundation for an EU single market for payments, with thgdive to establish
safer and more innovative payment services across the EU. The idea batsnd make
cross-border payments easy, efficient and secure as the national pagmwéhin a state
member of EU.

Since 2007, this Directive on payment services brought substantiafiteerio the

economy in Europe, making access for new market entrants and payment tiosistu
easier than before. Therefore, the result was an increase of competh@t meant more
choices to consumers. The PSD focuses on electronic payments, which rereaab

efficient than cash and which stimulate economic growth and consumplimleed, there
are other payment means (for instance cash and cheques) not falling whthscope of
the Directive.

The directive helped to make the Single Euro Payments Area (SEPR#ticep The SEPA
makes smooth the way cashless euro payments are made across countries member of
EU. It allows European consumers, businesses and public adminisrédionake and
receive under the same basic conditions the following types ofaations:

x Credit transfers;
x Direct debit payments;

x Card payments.

This makes all crosgmrder electronic payments as easy as domestic payments, in
accordance with the overall goal of establishing efficient and @agynents of the PSD.
The SEPA covers all the countries in the EU. It also appliegreepts in euros in other
countries: Iceland, Norway, Switzerland, Liechtenstein, Monaco and/&rino.

The establishment of this singkrea for payments have some advantages. Firstly, it
allows the presence of a single system for both domestic and cross-bdmmd&rtransfers.
Secondly, it allows cross-border transactions by direct debitchvimeans charging
directly a bank account in one country for services provided atler country. Finally, it
allows people working or studying in another country to usesaisting account in their
home country to receive the salary or pay bills in the other countrgre they live.

An important principle covered by the SEPA is the principlequial charges, which
requires banks to apply the same charges for domestic and cross-border alectro
payment transactions in euro.
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The principle of equal charges, both for national and cross-bgodgments, applies to
all electronically processed payments in euro, including:

x Credit transfers;

x Direct debits;

x Withdrawals at cash machines (ATMSs);
x Payments by debit and credit cards;

x Money remittance.

The PSD and the SEPA brought more transparency and informaticonfsumers during
the last ten years in the industry, for example regarding execution tiares$ fees.
Execution times were reduced, refund rights were strengthened.

Another very tangible benefit is that payments became easier and quickarghout the
whole EU; today payments are usually credited to the payment receaertmunt within
the next day.

Revised Payment Services Directive (PSD2)

The European Commission proposed to review PSD to modet,nigthithe objective to
take into account new types of payment services, especially new ondigmgnts on
internet previously unregulated.

Updated definitions ensure a level playing field between diffepgoviders and address
in a more efficient way the consumer protection and privacy needed enctintext of
modern type of electronic payments.

The revision of the Payment Services Directive was proposed in JBlyT2@ result was
the Revised Payment Services Directive (PSD2), which complements and updates
previous directive.

The main difference is that PSD2 widens the scope of PSD by caowenirggrvices and
players by extending the scope of existing services. PSD2 regulates paystremments
iIssued by payment service providers, which do not manage the dacdunt of the user
of the service.

The revised Payment Services Directive requires banks to givimcimformation
Service Providers (AISPs) access to bank account information aaltbwo payment
service providers to start payment transactions.
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By enabling customers, consumers, and businesses alike to use thirdppawtglers to
manage their finances, PSD2 removes the monopoly bahke }A E 3Z JE pe3§}t
account information.

Moreover, by providing third-party providers with access emsumer banking data, a
host of new financial products and services can be built on top dtiegi bank
infrastructures. This gives customers more convenience and contrdieaf payment
options through a single service.

Finally, with the purpose of making electronic payments safer antersecure, PSD2
introduces enhanced security measures to be implemented by all paymenicserv
providers. In particular, as a general rule, PSD2 requires paymentes@noviders to
apply strong customer authentication for electronic payment transactions.

In a future perspective, PSD2 will allow companies and consumédxsngefit fully from
the EU market, particularly in terms of electronic commerce (the well-kranwechwidely
fast growing e-commerce).

The Directive aims to help develop a single market for eleatrpayments, in line with
the idea of a wide digital market where different parties such as retaitnssumers or
other market players can meet each other and carry out transactions effigientl

2.6  Effects of regulations: increasing competition and fostering banking innovation

Regulations aimed at increasing competition and openness in the finaseigices
industry are encouraging banks to collaborate with new players tovat@oand improve
offerings from a strategic point of view.

Removal or relaxation of entry barriers has spurred the growth of nayeps$ by fostering
a safe environment to innovate and gain ground in the value chaamks

A variety of innovation labs and new FinTech platforms have be@mgspg up globally.

Increasing
competition and
need to innovate
business models

Third parties
players fostering
and growing

Introduction of

new regulations
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Therefore strategically speaking, with increasing competition and dserg margins,
banks have prioritized the innovation of business models: theyrareing forward the
digitalization of the processes and they are outsourcing big pafrthe value chain in
their middle and back offices

Financial institutions are investing in innovation and vyingcdaborate or establish
partnerships with new players in the industry to develop innowatproducts and
services, improve digital offerings and extend their reach into untapparkets.

For instance, traditional banks are acquiring or investing midéhs and digital-only
challenger banks, such as the digital lenders described in the faptehof the thesis
This new environment offers a win-win situation through whigwnplayers learn to
thrive in the banking value chain by becoming platforms and matkeds as incumbents
diversify their product portfolios.

An example could be the Australian financial environment, in whédulators are
(}oo}AJvP epl8U v 8Z C vviuv E VvBOMGSECYA BZ b §(-§
and a comprehensive package of reforms to strengthen accountabilityamgbetition.

For instance, there were reforms regarding the use of applicatiograraming interfaces

to facilitate the sharing of customer and business data.

In Singapore, the Monetary Authority of Singapore built & &am Innovation Lab in 2016,
and relaxed some regulatory requirements to give FinTechs the flgxtbiinnovate in a
responsible environmentln a similar way, a regulatory framework for FinTechs in Japan
was set up to support progress and development in the financial industry

In South Korea, the Financial Services Commission openedexliri@pen Platform to
encourage startups throughout the country.

2.7 - Anti-Money Laundering (AML)

Money laundering is the process of creating the appearance that largestsof money
coming from criminal activity have been originated from a legitimate sgusach as a
legal business activity

Indeed, criminals need a way to deposit itheoney in financial institutions, but they can
do it only if the money appears to come from legitimate sources.

Dishonestly earned money coming from illegal activities issicemed dirty, and the
process of laundering "launders" the money to make it look cleant{onestly earned).
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During the last years, the financial industry witnessed a rise in atmyl pressures
concerning Anti-Money Laundering (AML). Compliance with AMbw Your Customer
(KYC) process and sanctions requirements continues to be a key focus area for
management of the financial institutions, which have to ensure theg following
appropriate compliance procedures to meet the increasing regulatory demands.
Companies operating on a global scale have to demonstrate also a stoomgliance
framework, ensuring that each country in which they provide finginservices has
sufficient management oversight. In addition to that, global comesimave to ensure
that AML requirements are being met both at local and global level.

Money laundering investigations focus on analyzing finame@drds for inconsistencies
or suspicious activity, and these financial records often relates perpegratocriminal
activity. In today's regulatory environment, extensive records are staieolut every
significant financial transaction in order to prevent organized craisi, drug smugglers
or terrorists relying on money laundering to maintain cash flomtheir illegal activities.

According to a survey done in 2018 by the global consultimgpeoy PwC, money
laundering transactions account for roughly 2% to 5% of ¢iB#, which means roughly
$1 trillion to $2 trillion every year.

Financial Action Task Force (FATF)

Concrete and permanent actions against money laundering began in, ¥88h the

seven industrialized countries composing the G7 formed an internatiomahiiee

called the Financial Action Task Force (FATF), with the purposightihg money
laundering on an international scale. The FATF sets standards for stomgranoney
laundering and it promotes the implementation of these standards. édarly 2000s,
the scope of the international committee was expandatb fighting the financing of
terrorism as well. That happened because money laundering is one wahich

terrorists finance their activities; therefore money laundering goes hantland with
terrorism.

Today the FATF comprises 38 members, in particular 36 jurisdiction aegional
organizations. During the last decade, the FATF developed a serexonfmendations
that started to be adopted at the beginning of 2012. The goal was to gilie iInembers
a comprehensive set of measures to implement in the fight against meusdéring,
terrorist financing and financing of proliferation of mass destructi@apons

It is important to highlight that the FATF promotes the implementatiof these
measures, but the leaders of each country member of the FATF has to cartigeout
measures at a national level.
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Indeed, each country must adapt the measures to make them appropriatésfamin
financial and political environment. To help members implenteatrecommended anti-
money laundering measures, the FATF provides them with guidandeesh@ractices.

International Monetary Fund (IMF)

The International Monetary Fund (IMF) is an international orgdium that aims to
promote global economic growth and financial stability, encouragermational trade,
and reduce poverty.

Itis based in the USA in Washing@rC. and currently consists of 189 member countries,
each of which has representation in the IMF's executive board in ptiopoto its
financial importance; consequently, the most powerful countrieshim global economy
have the most voting power.

dZ /D& « E] + ]38« u]e]}v A}sDsteZglobalrh@etary choperation,
secure financial stability, facilitate international trade, prate high employment and
sustainable economic growth, and reduce poverty around thédwor

Since 2000, the IMF started to increase the efforts in relation to-moiney laundering
measures and activities for its members. Moreover, from thé $g&ptember of 2001, the
IMF started to pay particular attention to the relations between moreyndering and
terrorist financing on the economies of its member countries.

Therefore, it began immediately to assess the compliance of the members véth th
international standard for combating terrorist financing.

The IMF points out that people who launder money and finance temohave, as target
countries, the ones with weak legal and institutional structures; theythiseveaknesses
to their advantage to move big quantities of money. Ways in whiehIMF helps its
members stopping money laundering and terrorist financing inclsdeving as an
international forum for the exchange of information.

In addition to that, the IMF contributes to the evaluation of eachirtoy's compliance
with anti-money laundering measures and contributes to identifying whesch country
needs improvements

The IMF focuses its work on assessing the strengths and weaknesses of ealbérisiem
financial sector in complying with the FATF recommendations.

An important activity of the IMF is to provide members with tieehnical assistance
needed to strengthen their legal and financial institutions, anéeraig advice to
members in the process of developing policies directed toward cemge with FATF
measures.
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Know Your Customer (KYC) process

The Know Your Customer (KYC) process carried out by finandtaitionss is strictly
related to anti-money laundering measures and regulations.

In traditional banking, KYC involve every type of procedure diafore starting business
with a customer or before renewing the relationship with a customer Thstomer,
independently from the size, must be verified: banks havknow who their clients are
and, especially, if they truly are who they say they are. Banks neeetify if the intent
to transact is for legal business activities or not. This is known as Custom@iliz@nce
(CDD) or Enhanced Due Diligence (EDD).

Currently, the types of documents needed to verify identities for KaiG@ss from
institution to institution. Some require passports or birth cecites, while others want

Social Security cards or other types of national IDs, or even tBe]A E [+ 0] ve X
businesses, the process becomes even more complicated. In conclusgiomers
looking to sign up for financial services find that most KYC proesdueate friction and

result in a poor user experience.

Therefore, a crucial question becomes: how can be achieved effe€i@ and AML
processes while creating the least amount of friction? Is possible fordialanstitutions
reducing fraud and providing a frictionless user experience?

The answer is that an increasing amount of friction causes more ctietksan be made
to improve KYC and AML. However, the principal aim should bewiwtg the right
balance between a positive user experience from the side of customersaandre
effective fraud prevention from the side of financial institutionkisTis a situation of win-
win for both parties, leaving off obviously the criminalsidhneir illegal activities.

Nowadays, best practices include employing automated identity verificatioing the
onboarding process to safeguard customer identity information; howetves, type of
verification can provide a more accurate check than if performed with rakmaview.

KYC procedures can be updated with new technologies as welhgtange, there is the
possibility to deploy information systems that can assess the risk associatea aathce

pe 8} ¢]Pv Jv8} (Jv v ] o JveS]SuS]iv[e QY uld I§@asy] v A 3
to implement and simple to maintain, are able to evaluate how likely &cdeawvill be used

to commit fraud. This is especially useful in an account takesigation and will help
preventing criminals from doing business.
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The KYC process has two triggers that could start it:

1. For new clients with no previous vetting done, the KYC procesggsited by a new
KYC Request, which is also the way of doing the S } u Gabd¢arding process
There is the possibility that the client becomes KYC relevant Wigeonboarding
process itself is done farlong time;

2. For clients who have been previously vetted, the KYC process isadgger
automatically due to the approaching re-vetting Due date or manually pra-due-
date re-vetting request by a stakeholder.

A system application supports and leads the user through all the steps o¥the K
process, while BRE (Basic Risk Engine) is the tool that calculatesk ttlagsification of
a client.

3.1.2 - Attributes of a vetting procedure

For each vetting procedure, the attributes that are stored and displayed dygystem
are:

NDG

Priority Client
Client Type
Name of Client
City and Country
Location (all the locations a vetting exists for, displaying theca®al risk class)
Business area
Risk Class

Due Date

Status

KYC Delegate

X X X X X X X X X X X

The NDG is the unique code that identifies a client. In pdaticdor banks, it is the
number of the general direction of the bank itself.

The Priority Client is a capital letter that indicates the priority withich the KYC process
has to be carried out. There are three letters for priorities: A, B afith€first one gives
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the maximum priority to the vetting procedure, while the C prioritpeyis associated to
the least urgent customers.

The Client Type could be: Bank, Corporate or Retail. Bank clients ar@dinastitutions
further divided into Correspondent Banks and Non-correspondent Bdihlesdifference
lies in the fact that the former ones could assume the role of intermediatyeen two

vie §Z § }v[&yxindl of relationship between each other; the latter ones cannot
do that. Correspondent banks are typically large multinationariomal companies that
have at least one branch in almost all the countries around the world.

Corporate clients are big corporation with more than 500 millafreuros in revenues.
Retail are single extremely wealthy individuals, typically witrargel patrimony or
heredity.

After the name of the client, the systems application shows theamd the country in

which the client is legally registered. The concept of locasaelated to the fact that a
client could be present in more than one country (for example a loankd have branches
in different countries). However, this concept will be expdairbetter and further in

details when talking aboutultilocation with a specific paragraph

Business area is the field of business in which the client operates.

Risk class is an important parameter because, depending on that, the sysliecarwi
out again the entire vettig procedure, and therefore the overall KYC process. The Risk
class could be High, Medium or Low:

X HIGH: the KYC process is repeated after one year;
x MEDIUM: the KYC process is repeated after two years;
x LOW: the KYC process is repeated after three years.

The following attribute, the Due Date, is dependent to the Risk CllesDue Date is the
date in which the validity of the vetting procedure done foraatfgular customer expires.
If the Risk Class of the customer is HIGH, the due date will be one yeah&atate of
the end of the KYC process. If the Risk Class is MEDIUM, the dweilda&etwo years
from the date of the end of KYC process. If the Risk Class isth®Wue date will be
three years from the date of the end of KYC process.

The Status of the vetting refers whether the vetting procedure is in InWork@status,
Started status, Four Eyes Check status or Completed status.

49



Eventually, the last attribute KYC Delegate appears only if the KYi@liSpleas delegated
another user to continue the process on behalf of him: the E¥M€Egate assumes the
same access rights and roles of the KYC Specialist who delegated him.

This attribute introduces the concept of KYC user: indeed, thdfereint are types of
users with different access rights, roles and activities that they cauty The next
paragraph explains all the possible types of users in the KYC process.

3.1.3- KYC Users

In the KYC process there are nine types of users, which correspdhd fwofiles with
which it is possible to enter into the system application.Hzafdhem has different access
rights and can do a certain kind of activities:

¥, KYC Specialigte is responsible for the execution of the KYC process, therefore
the execution of the entire vetting procedure;

¥ KYC Configuratohe can configure some parameters of the system in a dedicated
section of the tool and he cannotwvj o]1 HeS}u Ee<[ JV(}EuU S]}vV

¥ KYC Supervisdre has the role of performing the four eyes control on the vetting.
The KYC Supervisor must be a different user from the KYC Spehitedtre, the
same user cannot assume both roles of KYC specialist and KYC suparviso
same vetting;

¥, KYC Leading Supervisoe has the role of performing the four eyes control on the
vetting and the role of checking the work of the other supervisorsrédver, in
the case a vetting is composed by two or more locations, and at least dheraof
has risk class HIGH, the vetting goes mandatorily to the KYC Leapargisor
check;

¥ KYC Headhe can visualize in read mode only the section where the total amnoun
of customers is shown. For each of these customers, he can visudizetrent
vetting ongoing and the previous ones done, called historicaingst
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¥ KYC Requestohe has the right to create a new KYC request for new clients
registered in the system application. As it will be discussed ldternéw request
could be an individual request or a massive request;

% KYC Delegatdt is not a self-consistent role, but he is a user that has been
delegated from a KYC Specialist, KYC Supervisor or KYC Leadingobirperder
to do the respective activities;

¥ Compliance/Internal Audiuser that can visualize in only read mode the section
where the total amount of customers is shown; for each of these customers, he
can visualize the current vetting and the previous ones (historicahgsiy

¥ Relationship Manager/Client Support (RM/GfSgr that can visualize in only read
mode a section where a limited number of customers is shown; inqudat, this
means that the system will not show information about customers that do not
belong to the perimeter of the Relationship Manager currently loggedhe
system application. For each of these customers, the RM can vestiainngoing
vetting and the previous ones (historical vettings).

3.1.4 - KYC New Request

The KYC Requestor, who is the user with the right to create a new §&3treén order
to proceed for investigating a new client, opens a new page of thegyapplication
The KYC requestor can access:

1. Directly starting the application;
2. Via link from an external onboarding tool present in the Intranethefenterprise.

The KYC vetting can be requessas:

1. Individual request This means that the request is related to a single NDG only;

2. Massive RequestThis allows requesting a KYC process for multiple NDGs (NDG
codes must be known). A Massive Request needs an offline approvaé Y C
Head before starting a vetting and going to the In Work Queue statu

From a functional the point of view, the KYC perimeter is defingaianlists, the Short
List and the Commercial Banking List. Hence, if an NDG is K\aDtrelewml be present
in at least one of the two lists. If it is not present, that NB@ot in the KYC perimeter
and it is classified asot KYC relevantThe Short List contains the main customers of the
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bank, including those with more than 500k annual revenues. Cammercial Banking
List, contains all the customers that have at least one bank accouhialrypes of
partners of the company, even the ones owning shares of the finacmmapany itself.

In case the NDG is not relevant a pop up will inform the user.

In the figure below, it is shown the flux diagram of antliestarting from the top. As
shown, if a client has not a relationship with the institution at albviously it is not
possible to proceed. If a client is not present in one of the tats,lit is not KYC relevant
and therefore the KYC process does not start.

Figure 5

After a successful KYC request, the system application creates a work iterddsntlia
the first status IWQ, which is the first status of the vetting procedureragady said.
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3.1.5 - In Work Queue status - IWQ

In theln Work Queustatus, there are two tabs: Anagraphic Info and Centralization Data.

Anagraphic Info

In the Anagraphic Info tab, there are all the detailed information reldated customer:
general information, location information, activity information anddditional
information (if required).

General information includes the NDG code, the NDG status, the Corporate Name and

the complete name of the reference Manager of the company.

Location information comprises the address of the client: country, sitget address, Zip
code or other possible geographic information needed.

Activity information refers to the sector in which the client operates andtyip@logy of
relationship established with the client.

Additional information includes specific mandatory information suckthasSWIFT code,
if a client is a bank.

Centralization Data

The Centralization process is applicable only in case the customieardkaand therefore
it is characterized by the presence of the SWIFT code. In additibatiothe customer
must have more than one location in order to be centralized and miv&t his consent to
the bank to be centralized.

Given that the customer has given the consent, helmanentralized when, reached the
due date of the vetting for a particular location (therefore the KYC prooasst be
repeated) the KYC process itself for that customer has been already catiefdro
another location.

This implies that the team, which still has to carry out the vettingcess, can send a
request to the team that has already carry out the process in order to updae t
information for the same customer, and then going directly to the Complstatlis

> S[eul v A u%o Jv}E & S} o EJ(C S§sS & SZ }v
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For instance, imagine that the client under investigation is a matibnal company
operating in the Food & Beverage sector. This company has its haddgin Germany
but it is located also outside Europe (in USA).

The company has a bank account in Germany with the German bratiuh ledink and at
the same has a bank account in USAhwiite American branch of the bank itself. The
company has given its consent to the bank to be centralized.

If in Germany the due date of the vetting process is reached, thepkdG€ss must be
repeated; but, if the KYC process itself has been already carried diliebfmerican
branch of the bank, the German branch could send the request for demig the
customer to the American branch.

The American branch, that has already done the process for the custaimeks the
process and sends an answer with the information about the customéng German
branch of the bank. The customer, in the system application, goextlyi to the
Completed status if the centralization is accepted.

Having clarified the concept of centralization of a customer, three plesscenarios can
be identified when the KYC Specialist reaches the Centralization Data tab:

1. If the customer has the SWIFT code and he has already been cectralithe
past, the user must follow the centralization process. This scenariceisrtplat the
customer has already given the consent to be centralized, and therdéfer¢éab
Centralization Data will be editable.

2. If the customer has the SWIFT code but he has not been centratleedKYC
Specialist can decide to centralize him or not. If he decides t@dieeshas to ask
the consent to the customer in order to proceed.

However, the presence of the consent is not a technical constraint éousler to
carry out the centralization process on the system, but it is mandatory t
guarantee the following of the legal steps for the centralization pssand avoid
possible lawsuits. The tab Centralization data will be editable in thes ca

3. Ifthe system does not retrieve the SWIFT code (because themnasie not a bank
or because the code is not stored), the customer cannot be centralizéisicase
the tab will not be editable. The only possibility is to proceethwi local KYC
process, meaning a process without sending a request for informatian KYC
team located in another country.

The Centralization Data tab contains an email that will be serthéoKYC team to
centralize the customer.

The email is automatic, meaning that the majority of the fields are pre-filled
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In particular:

X Additional recipients can be added, but the pre-filled defaattipients cannot be
deleted;

x Object is pre-filled and cannot be changed,;
x Email text is pre-filled but it is editable;

X Attachments can be uploaded.

After completing the updates, the KYC Specialist can send the emalYth€entratam
receives it and the vetting goes in Started status. In the meantime, tBeGéritral team
is notified of the request and can start the Centralization process.

Once the KYC Central team completes the vetting and notifies by em&¥i@GeSpecialjst
the latter has two possibilities:

1. Accept the result of the Centralization and send the vetting to Complstiztuls;

2. Do not accept the result; under this scenario the KYC Specialistlasa tbe
vetting, and a new vetting can be initialized. When the new vetsiiagts, the KYC
Specialist has to specify the reason why the old centralized velttasgnot been

accepted. e KYC Central team will repeat the vetting process, and then will
communicate the new result.

IWQ views based on the type of user:

X KYC Specialist can see:
I.  All active vettings in his ownership;
ii.  All active vettings not in Four eyes check status.

x RMCS will see the work queue via Historical vetting requests:
I.  All vettings involving the respective RM/CS

x KYC Leading Supervisor can see and assign all the vettings in IWQ status

x All other user profiles will see the full work queue via Histore#ing requests.
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3.1.6 - Started status

The Started status contains five tabs: Risk Evaluation, Documents calleComnected
Person, Checks, First Level Control.

Risk Evaluation

The first tabRisk Evaluatiors made up as follows:

¥ Last completed vetting tabidnere there are the list of locations for the customer,
each one with the related Risk Class and Due date, of the last vp#nfigrmed.
These fields are not editable. The table guides the user to track the location
performed in the past; the closest location to expire is highlighteabiial;

¥ Ongoing vetting tablehere there are the list of locations, each one with the
related Risk Class and Due date, of the vetting currently in prog@ssustomers,
the KYC Specialist can add other locations by flagging thehtaaminsert the Risk
Class; in this case, the Due date will be automatically calculatedchaaded by
the system.

When the KYC Specialist adds or removes one or more locations, eddgferent
possibilities:

Yo %o E ¢ SZ psSBPS VW]JEHO0C o0} _ ~W > 5 SpueeW SZ]e
to send in PCL only the locations that are selected; these locations willgppB€4.t
status and therefore they will not be provided with the Due date attribute.

If the user needs to process a vetting with these locations, he wvidildbe to do it
starting a new vetting process and selecting them in Started status. lhdke
completed vettingtable of the tab, the user will have evidence of the locations
previously sent in PCL or Closed.

The action of putting a location in PCL status is carried otliéo¥(YC specialist. It
IS important to note that, for the case of multilocation, this action mistdone
for each individual location. An item can stay in PCL status foavamum of 30
days, then it will be automatically put in Closed status. Howewueaning the 30
days, the user can recuperate the item putting it back in IWQ status.
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Instead, once an item goes in Closed status, the action is irreverildeneans
that the customer is no longer a client of the bank and therefore mgéo has a
relationship with the bank itself;

¥, press the button™ W E } S} &IUE C o W SZ]- §]}v o0o0}Ae« §
selected locations normally, meaning according to the standard KYCsproce

Documents collection

The second talbocuments collectionontains the list of the documents to be collected
for the customer under analysis.

The list of necessaries documents depends on a configuration matriy setlbdicated

role, the KYC Configurator. The matrix contains a set of parameters (typestoimer,

o Ao }( EJ]*IlU E v ZYs §Z 8§ & Eu]v - 0]*Bv }{ AJwRlUVSZ
configuration is stored and it is automatically queried by theaayst

Figure 6

Each node in figure 3 represents a self-consistent set of documeatstlie system
gueries and the user must collect; being positioned on one node or anatepends on
the identity of the customer and the attributes associated
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In particular, from top to bottom, the following levels liithe matrix

Level 1: Customer

Level 2: Customer type

Level 3: Risk Class

Level 4: Correspondent Bank (CB/no CB), applicable deNgif2 is a Bank
Level 5: Onboarding phase (OB), meaning whether it is the first vébtinigat
customer under analysis

x Level 6: Branch location (e.g. FR, ITYUS

X X X X X

The first three levels discriminate the set of documents and the corafigun set up of
§Z pe3}u EV 8Z o0 8 3ZE o0 A oe v}v _Ulw]Vv[EP 37 &
independently by the previous configuration, all the documents aideadn top.

In the table inside the tab, the KYC Specialist has the possibilitheck the list of
documents to be delivered, attach it and flag the field next to wied been uploaded. If
one or more documents are not available, he can specify the reason as a note.

Finally he can confirm and proceed to the following tab, Whécthe Connected people
tab.

Connected people

The connected people are all the individual entities that have aticel with the NDG
under evaluation in the vetting. There are different typologies of emted people:

BO: Beneficial Owner
LE: Legal Representative
|O: Intermediate Owner
OC: Other Controllers
RP: Related parties

PO: Person placing order
EN: Entity

X X X X X X X

The identification of the connected people is a pre-requisite to@mecksactivity; each
of the person is checkeaccading to three different levels: Embargo, Politically Exposed
Person (PEP) and Negative Information about the person.
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Independently by the typology of the following check in thetting process, the
connected person can be provided in two ways:

¥ Automatically by the system application itself;
¥ Manually inserted by the user, most of the times the KYC Specialist.

When the connected person is automatically provided by the systemcagpioln, this
means that the application itself retrieves the relevant information abouwtt therson
from an internal database, callg&fustomer Information FilgCIF).

On the other side, a manual addition of a connected person occurs tigeunser needs
to evaluate someone not previously stored in the database. In this taseiser hasa
complete the following fields to successfully insert the connected people

x NDG not mandatory

x First name/Companymandatory

x Last namemandatory

x Date of birth mandatory

Typology of connected persamandatory

X

Independently whether the connected person is retrieved automaticatlymanually
added by a KYC user, the KYC Specialist has the possibility to remoneetexb person
if not necessary for the ongoing investigation. However, thisoacis under his
responsibility.

Checks
dZ % & }v ]S]}v S} 8§ ES SZ Z le ]e (JOOS]VHBZEWE A]}pue
The checks allowed are:

I. Embargo check;
[I. PEP check;

[Il.  Negative Information check.

The Embargo check verifies whether the current customer analyzed throegvetting
procedure has a prohibition of having some kind of businessiigctivth the country in
which the financial institution is located. If that is the case, theesystioes not allow
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continuing the KYC process and the vetting is stopped because tlermrstannot have
a business relationship with the bank.

The second one is PEP check: PEP stands for Politically Exposed Ferspplication
checks if the customer is involved in politic affairs and theeetoas a relevant public
exposure. It is important to highlight that this check is not limitedy to particular

wealthy individuals but it is extended to legal entities as veell.(corporations).

Finally, the Negative Information check verifies whether the custameer investigation
recently had some generic negative news about him/her. It could besxample a
negative news appeared on some national or international financiakpaper.

The KYC Specialist performs all the three checks through an externakhodh, returns
to the system application a result and a reference code for the check.

The reference code of a check is used to track all the checks carriedrdhefongoing
vetting procedure.

RM/Compliance Opinion Request (OR)

In this tab the KYC Specialist can send an Opinion Request (@) Relationship
Manager (RM) and Compliance team.

dZ }% €& S}E o] le }v §Z 8§ NZDI Ju% o] ¢ o}%EVIR V%] U] lo
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order to finalize the OR submission.

A notification email is sent to the RM and Compliance team simedtasly.

In the meantime, the operator has the possibility to skip through tHestand perform
the activities included in Started status.

It is not possible to proceed to Four Eyes Check status untiliom®@ ORs are opened.
An Opinion Request can have three different status:

¥, Open the KYC Specialist opens a new OR when further analysis are ngcessar
asking for an opinion to the RM and Compliance team;

¥ Closedafter RM and Compliance team has provided at least an answer in their
dedicated section, one of them has to close the OR;

¥, Canceledthe KYC specialist can withdraw an OR if he does not need amymor
that information. He can do it until the RM or Compliance teaavehnot
already provided a feedback to the request.
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The tab RM/Compliance opinion shows the list of the requestthefrelated Vetting,
identified by an ID number.

The tab contains the following information:

Opinion Request ID number
Created by

Status

Creation date
Outcome/Cancellation reason
Reason

Follow-up date

Closure date

Closed by

Notes

X X X X X X X X X X

By clicking on one Opinion Request ID number, a dedicatedippwhich shows in details
all the requestd information, is shown.

The information shown is:

- Starting data this section is pre-valorized; the info are related to the ongoi
vetting;

- Outcomethese sections depends on the RM/Compliance results; they can provide
an answer and insert additional notes;

- Cancellationthe KYC specialist has the possibility to cancel the request by glickin
v §Z ] § usstv ~ v o0 S]}v_ v v ] KZ S&}(EE *}
(mandatory). The OR is blocked, and the reason is showreidashboard of the
RM and Compliance team.

Once all the ORs are closed, the KYC Specialist is enabled to proé¢era Eyes Check
status.

3.1.7 - Four Eyes Check status

The Four Eyes Check status represents the activities carried out WYieSupervisor
and, if needed, revised by the KYC Leading Supervisor. As alsbefare, the KYC
Supervisor cannot be the same user that started the vetting process, whibk iSYC
Specialist.
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Even though, the same user could have the role of KYC Spdoakstietting, and the
role of KYC Supervisor/Leading Supervisor for another vetting.

The KYC Superarshas access to all the tabs of the vetting in only read mode until the
Four Eyes tab; therefore, he cannot modify the previous tabshbutan only accept or
reject what has been done by the KYC Specialist.

In this tab, all the principal information compiled by the KYC 8lcand calculated by
the system are shown.

The KYC Supervisor has to check that everything is correct ati, oase if it is not,
sends back the vetting to the first status, IWQ status, giving a detailddreatn of the
motivations to the users that processed that vetting (KYC Specialist or oblssibfe
delegates). The KYC Specialist will have to repeat again the prothesvetting, taking
into account the indications or errors pointed out by the KY@e8&isor or KYC Leading
Supervisor.

When everything has been adjusted, the vetting passes into Completed staties the
responsibility of the KYC Supervisor (or KYC Leading Supervisor).

3.1.8 - Completed status

This status is the final status of the vetting, in which all the locatiodsiak information

(Risk Class and Due date) of the ongoing vetting are summanmizethble. Therefore, it
isa visual recap of what has been done so far by the KYC &pteuidlthen approved by
the KYC Supervisor for the customer under investigation. The Etdpktatus

represents the actual situation of that customer inside the whole bapkioup. All the

locations of the client are shown and the ones with the tick bebtected are the ones
investigated in the current vetting procedure.

Figure 7
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3.1.9 - Multi-location case: requesting a vetting for a new location

The system application used in the KYC process allows the usxetote a vetting
procedure for more than one location at the same time. This candoe @nly when the
vetting is in status Started, even if the due date is not reached ybeiprevious location.
The user, in order to do so, needs to flag the locations kigaheeds to investigate in a
table shown

Besides that, all the locations will have the same information as chetts;hed
documents and risk date except for Risk class and Due date, that is aMaylated
based on the level of risk of each specific location of the client

When the user requests a vetting for more than one location, the mairtitotas the
leading one, for which the KYC process is requested at the beginvtirig,the others are
secondary.

3.1.10 - Closure of a vetting

When the due date comes for a particular customer, if the same customer is no langer
client of the institution, the vetting goes automatically inteetClosedstatus

This means that an investigation is no longer needed anahd isnger possible doing the
KYC process, and therefore carrying out a vetting procedure: ikaret a relationship
between the two parties anymore.

3.2 Case study: Banco Falabella in Latin America
3.2.1 - My experience in Latin America

This case study is related to my experience of Erasmus EXTRALBKH iAmerica,
precisely in Santiago (Chile), from March 2018 to August 2018.

| had the privilege to study at the number one university of LAtirerica in the rankings
of 2018, thePontificia Universidad Catolica de Chllecated in Santiago. Among the

JUEs U /[A 38 v pvogfard cadlpd GNAM, which stands for Global
Network for Advanced Management.

The purpose of the program was to expose participants to understand dhicpl and
economic context of businessin the main Latin American markets, as well as evaluating
innovative business models in specific industries and identityiadgey success factors
for these models. In order to do that, professors explained the consgoiares in Latin
American markets, which are very different from European cultures, and eékpgsed
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the impact of social media in the marketing actions of the small-medium enseri
(SMEs) and big corporations in Latin America.

In the morning and in the early afternoon there were scheduled lessothe classrooms
of the university, while in the late afternoon we visited two comparpes day. For
instance, we visited the Latin American headquarters of the globgkaNestlé, Enel
and Coca Cola Battling.

From a human point of view, | met people from all over the world madle long lasting
friends; therefore, it was absolutely an amazing experience androypioy to widen my
knowledge that the Chilean university gaweme during my Erasmus months

3.2.2 - An innovative business model

Among the innovative business models studied, | will preserd Her case of Falabella
and its presence in the financial industry with Banco FalabelltheBlgeginning of 2018,
Falabella was amongst the Latin American corporations with the largestemark
capitalization, with more than USD 24 billion. Moreover, aisvone of the main retailers
in terms of annual revenues and EBITDA (respectively USDidib dmd USD 2 billion).

The company is headquartered in Santiago (Chile) and has mard 1000 employees

in Latin America, including the countries of Mexico, Colombia,,Brazil, Argentina and

Uruguay. The interesting fact and the huge difference with thertmss model in the

European financial industry is that Falabella offers a wide rangeodiucts and services

in five business divisions: financial services, department storesestate, supermarkets

and home improvement. In Europe, banks are present exclusively inntuecfal sector
v 8Z C }v[8 Z A VvC % @pe of indpstriesz E

All business segments of the company operate in Latin American couantidesver time,
Falabella has used different ways to expand into businesses and coulntties financial
industry, Falabella entered the credit business in 1980 and bedamdirst store to
introduce its own credit card, usable to purchase things only istdses.

To start a relationship with a new client without a financial hist@myboarding of a new
client), Falabella offered a credit card with a small quantity ohay to be spent. As a
result, Falabella acquired valuable information about customers fromehebeginning

In 2010, it established strategic partnerships and alliances with VisaMasterCard,
which allowed the credit card to be used in third party stores as. well
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The credit card of Falabella was introduced and offered to customersthedlusinesses
in which the company was present. In 2017, the percentage of salkshe credit card

was very relevant, representing more than 45% in department storesbé&léd had been
the largest credit card issuer in Chile: the strategy behind was tr afflarge set b

products and one of the best loyalty programs in all Latin America

Banco Falabella

Falabella expanded into the banking sector with the launch of Baalad&lla in 1998.
The strategy pointed out by the board of directors of the company wasbmbine the
stability of a traditional financial business (bank) with gr@ximity to customers that
characterizes a retail company.
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been very relevant within the group. We realized that to maintainelationship with
customers, we had to go from being a credit card comparbeta bank for people, which
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In 2018, twenty years later, Falabella announced the full integradions credit card
business with Banco Falabella. The Chief Financial Officeslaifeffa, Juan Manuel
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Regarding the own credit card of Falabella, it expanded inta Pe1998, and then to
Colombia and Argentina in 2006. By the end of 2017, theeeaibcounts with a credit
card were almost 5 million and Banco Falabella had 264 brancheg &lbile, Peru,
Argentina and Colombia.

Always in 2017, Falabella concluded the acquisition of 504tecdhares of the Mexican
company Soriban (Servicios Financieros Soriana) for approximatelg3J&idion: the
goal was to offer services and credit products in more than 800 Soriares sn Mexico.

Shopping malls

In 1990 Falabella entered the shopping mall business in ChileatAtrtie, there was only
one mall in Chile, Parque Arauco, launched in 1982 by apemdint mall developer.

Since then, the shopping mall industry had been growing im LAaterica. One of the
main reasons behind the growth was the increasing preference towpuishasing
](( E v8 P}} » v ¢« EA] *]Jv 8Z e+ u %0 UZ}%%e]vPoX "}
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offerings and stores. With this strategy, Falabella today owns departstergs, home
iImprovements store and supermarkets. However, the business model of thgpsttp

malls in Latin America developed differently from the US, where mbshem are
isolated from the cities. In Latin America, most of the shopping malloeated inside

the cities. For instance, in Santiago, the Costanera center is vergneelh because the
shopping mall is located inside the tallest tower of Latin Americ@ (86tres), which is

in the very heart of the Chilean capital and, in my personaliopjrin the very heart of

the financial business of all Latin America.

3.2.3 - The art of negotiation in the financial industry: the hidden challesgof cross-
border negotiations

Another great argument | dealt with, in the intensive program | ateshdt thePontificia
Universidad Catolica de Chileas strategy of negotiations.

Being able to communicate effectively is a crucial skill, whetherawss with people,

talking at the phone, or with a website page online. It is not relevaniritpa great
product or providing an outstanding service if you cannot preseint &n effective and
understandable way to a potential customer. In addition to that, thedoct of the
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give in exchange of the money you will receive.

This is true in all the world of business, therefore in allittdustries, and the financial
industry is not an exception at all. Actuallyy 8} C[+ A}Eo U AZ E 00 ¢
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more crucial than ever being able to reach effectively the recipients uf y®ssage and

being able to distinguish yourself from the competition.

In negotiations, international deal makers have long bowed to lditions and
costumes. But new research suggests they also need to understand somethirgy,deep
which is the subtle yet potent ways through which the nationdtwre shapes the
governance and decision-making process during the deals.

Decisionu IJvP v P}A Bv v % E} e+ U AZ] Z § Eu]v ]38z
can differ widely from culture to culture, not just in termtlegal technicalities but also

in terms of behaviors and core beliefs. In international negatred] it is not rare that a
promising agreement fails because people involved ignored or underestimiie
relevant differences in processes across cultures; differences that latdbeoame
barriers and obstacles impossible to overcome.
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The first useful advice is to know exactly who is involue¢be negotiation and which role
or roles is playing. In particular, the all decision-making@ss could be drilled down into
these questions:

I.  Who are the players?
ii.  Who decides that?

ii.  What are the informal influences that can make or break a deal?

Who are the player3d

Depending on the country you are negotiating terms and conditions fousiness deal,
there are typically extra players involved that could have an influebegond those
representing the two companies.

For instance, at the level of top management, labor union in Germanyittaally equal
representation on many supervisory boards of directors. Inside the @@aro Union,
various Brussels commission may get involved in business negosiati

Outside Europe, instead, for example in China, local party offd@tsan integral part in
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Justice Department could be involved in case of business bletlgen big corporations.

In the financial industry, extra players are typically involvé@rvthere are merger and
acquisitions (M&As) negotiations on the table. For instance, wianks want to expand
their presence abroad in other countries, they have to deal also witerglayers in the
negotiation, such as trade union or government representatives.

Who decides that?

Even if you know who is playing in the negotiations, gféf S} pv &E-+*S v Z %00
role and who owns which decision can be very costly.

Considering again the example of M&As, owning the majorith@equity shares in USA
often allows the buyer to control effectively the company purchased.

In Germany, this is not the case instead. German corporate governance gsoxid
structure in which other key players, owning some shares of thepamy, can block even
the actions of the majority of shareholders. While the management boardoist targe
German companies has daily management responsibilities, it isooelof four sets of
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players (along with shareholders, a supervisory board and labonutiat can play a
significant role in any major decision.

Furthermore, in many cases in Germany labor union elects fully h#teahembers of
the supervisory board, which in turn elects the management board.é\séime time, the
management board can prevent any single shareholder from voting more5¥%aaf the
total company share, independently from how large the quantitynaires héd is.

What are the informal influences that can make or break a deal?

It is fundamental to understand which kind of people must signcthr@ract to finalize a
deal, but that is often not enough. Many countries have networkmfbfience that are

more powerful than the actual parties making the deal, even thaigise parties do/ [ §
have a formal standing, such as for instance governmental bodies nortnaaky
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influence on the majority of business deals. In Russia, it eatind Russian mafia and
other protection rackets that have a relevant influence. In Japan, itbeatnekeiretsu
industrial groups that are linked by business ties, lending anskesbareholdings.

US companies, typically coming from a culture with a strong legétmy frequently
underestimate the power of informal influences because they assume that foleqgh
systems will enforce formal contracts just as they are expected to doraehln Japan,
for instance, which has a relatively small legal system and few lawgest,of the times
companies rely only on relationships and negotiations to resah&nless disputes.

3.3- Case study: cybersecurity in the insurance sector

3.3.1 - Overview

The exponential development of the technologies over the past ten yeading to new
emerging assets being at risk such as robotics, cloud, the interrtetngfs, augmented
reality and wearable technology, is having a powerful impactheninsurance sector as
well. Some of these may include apps in which insurance companies may transac
customer data or new forms of payment.

At the customer level, this opens the door for insurers to introduceedesign insurance
products and technology related to face the latest trends in insurance expesurd
losses. Firstly, many of the insurance products will be cyber.nRaslagers of physical
assets are now collaborating with risk managers of virtual assets, whiche a major
shift for insurance organizations. Responding to cyber and datches is creating a new
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way of analyzing risk, supported by processes and operationagimtitat are becoming
more agile in adapting to changes

As consumers continue to demand services in real time globallyngaadance companies
expand internationally across borders, insurers are developing disrutatole to help
manage the risks. These technologies include increased usage of tablets aihe-iamob
mobile payments, big data analytics, third-party contracts and persdigikhl devices
that offer customers an outstanding experience. The digital worttlénnsurance sector
is causing a fundamental shift from a product or service offeiorg more personalized,
user-driven strategy that focuses on customer needs and preferences.

While access to technology for the consumer is available, the mamsi$suinsurers are
back-end processing systems, legacy technology and manual processes.

As well as issues, insurance companies face many diverse risks that prgsentinities
and challenges. Security around networks, cyber threats and regulatorytaimtg are
currently the biggest ones. This comes at a time when the industry continuesatovith
low economic growth, high costs, low investment returns and mawaatility. The
market environment, continuously and rapidly changing, is leadnghore complex
business boundaries in the form of consolidation, innovatiemgd disruptive technologies
in order to support consumer demands and the increasing use of thirg-paents.

Expansion and increased M&A activities are prevalent in the insuraeotor, and
reinsurers are increasing their share in direct access to domestic markess.isTh
combined with a drive to consolidate existing businesses, includingoundisig and
shared service centers using third parties.

The need to support consumers across multiple platforms and chanrdebdisg to the
creation of third-party models for technology platforms and FimilT@ayments, as
explained in the first chapter as well. Future channels and disruptidela@re emerging
that are changing the insurance ecosystem and laying the groundvarildigital

transformation and meeting changing customer demands.

Since new platforms are replacing the traditional ones, insurersdn&e rethink
distribution channels, market segmentation and tgemarket strategies. Continual
advances in disruptive technologies empower consumers and provide easiess to
markets and, at the same time, empower industry consolidation among insarets
technology companies

In addition to that, insurers have to invest in improving their intrprocesses and
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maintain visibility.
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The need to protect sensitive data is attracting more attention thathepast with the
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General Data Protection Regulation (GDPR). Insurance companies are gudyticul
affected because they have access to incredibly sensitive customer datandéeyo
protect it to comply with privacy and data breach laws, as well amamtain their
customers[ 0}C 0SCX

The insurance sector is becoming an increasingly attractive target due tcathable
data insurers hold on individuals. Customers of insurers and custdreerg serviced and
managed by brokers, are really getting aware about data privacy. Theyaneadanty
that the information they share is protected and not used or passed onowittheir
knowledge and consent. Insurers possess a lot of data on indigidthey have data
about their health, anagraphic information, properties, cars anceptfehicles, and even
their pets.

If banks hold the money, insurers hold the data; therefore, ideritayd is a significant
risk in the sector. Cyber hackers usually attack the point of leastaasest since banks
are currently strengthen their defenses, they are moving their focus &itisurance
sector. Thus, given that the sector provides an attractive target for cyber craniaal
strong cyber security is more important than ever.

Insurance providers should focus on five key areas to address igker

1. Strategy
Insurance providers need to ensure their cybersecurity posture isgtrstrategically

speaking. This means reviewing the capabilities that are alregolade, identifying any
gaps and then plugging the gaps as needed.

In addition to that, new and improved cyber security capabilitiesikedyito be required.
Where best practices are already in place, insurers need to spread thenngthout the
whole organization, establishing values and a culture on respeatidgstrictly following
them. Indeed, leading insurers in the sector are starting by ensuhagtheir existing
capabilities are being properly utilized.

2. Responsibility
Insurers cannot leave cybersecurity to the IT department in isolatidmerGecurity is a
business issue, not only an IT issue. Most organizations havatedl cybersecurity to a
boardroom issue and insurance providers must do the same: the sngsessful insurers
have their Chief Security Officer reporting directly to the Chiedr@ng Officer, creating
clear sights between the business and the risk.
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Therefore, the best practice seems to be appointing one or more responsible
cybersecurity in the companies; in this way, stakeholders can getajicture of cyber
risk and what is being done to address it.

3. Communication

Every employee of the organization needs to understand that secigityis or her

responsibility, from the Chief Executive Officer down to the matrants. This includes
understanding where vulnerabilities could come from, such as théndy suppliers and
partners, agents, and people with access to sensitive data. In particasurers need to
focus on improving their understanding of their ecosystem of thiagtyp participants,

such as non-affiliated agents, outsourced service providers or oib@remployees with

access to data, with the goal to manage their risk in a consistent manneaslarays

having the complete control.

Furthermore, insurance brokers and advisers are right at the frontend, itheigance
companies need to make sure that they are across the topic and underisi@ritie same
level.

4. Collaboration
Leaders throughout the organization need to work together to untdermd how to meet
the cyber challenge in the most effective and efficient way. Digtirllg resources
appropriately and helping each other, especially when neededufmterstanding the
potential origins of the cyber-attacks, are crucial points in the ovestaditegy of the
insurance companies.

5. Planning
Organizations need to develop a cyber response plan and reviewutamiy to ensure

they are prepared for any possible incident. Successfully activatingsponse and
recovery program takes practice, commitment and clear responsibilitiesleindie
organization. From exercises that simulate the way attackers behave througiptoved
employee training and more frequent drills, insurance companies rteedarefully
consider how to ensure their organization remains prepared.

This includes delineating responsibilities, training all team memiazerg, practicing for
potential scenarios. Chief Executive Officers should work with theiimbss leaders to
understand the right balance between centralized and decentralizedcssrto most
appropriately meet the cyber risks in the sector. Creating the right structure fausto
and consistent cyber security is key to have a responsible and defendedgonse.
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3.3.2 - Anthem Insurance Companies Inc. data security breach

Anthem Insurance Companies Inc. is the largest health bemefitpany by membership
in the United States, with member insurers licensed to conduct businesi$ 50 states
and the District of Columbia. Anthem Insurance discovered a major data sdmesigh.
The breach was eventually thought to have potentially exposed #ta dnd recordof
around 78.8 million customers.

Data affected reportedly included names, birthdays, social security numaddsesses
and email addresses, as well as employee information, but not creditaardedical
data. Anthem immediately alerted its principal regulator as well as Bigdnd called in
a firm of consultants to help it assess remediation steps required.

The costs of the incident have been highly considerable foinedn. The initial cost of
security improvements, remediation and clean up after the breach have beenasd

to be around $260 millionThis estimation is despite the fact that there is no evidence to
date that any customer data has been bought or sold on the dark-net k®r cyiminals.
Indeed, this has led some observers to speculate that a nation staterrabian a
cybercrime gang could have initiated the attack to Anthem IT systems.

In addition to these immediate costs, Anthem also faced very high fadtse slow-burn
effects. It was announced that the insurer would be paying $11%miib settle litigation
stemming from the attack. This settlement was subject to the approval of tésiging
US district judge and the money will be used to pay for two yefesealit monitoring for
stakeholders potentially affected by the attack.

In 2018, Anthem agreed to pay the US government $16 million tegettiential privacy
violations stemming the data breach. The data breach had a huge iropaaimost80
million customer records and resulted in the leak of sensitive, persaoriatmation
belonging to former and active customers three years ago.

In particular, hackers managed to infiltrate a database and covertlyl sexrds

containing client names, dates of birth, physical and email addresgeSacial Security
numbers. The attack took place over a number of weeks beforgglaetected and shut
down. Under the terms of the agreement, Anthem is currently undertalarcorrective
action plan, in order to enhance internal security procedures andtjaes. In addition to
that, the government is monitoring the adoption of those practices a.w

The privacy settlement follows the closure of a class-action lawsigdegainst Anthem
on behalf of customers impacted by the data breach. Anthem settled thefmul15

million. However, after legal costs, it has been estimated that customérs claimed

compensation will receive little more than a dollar each one.
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CHAPTER 4 - CONCLUSIONS
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Sir Arthur Conan Doyle

This thesis, my final work of studies in Industrial EngineaainmyManagement, had the
objective to present the digital transformation of the financialustty, focusing on the
banking sector and the insurance sector.

In the first chapter, | exposed the state of the art of the industrgréhwas an explanation
of how the digital era has changeadand it is still changing the financial market, with a
deep penetration of smart devices. This penetration of smart devices akewsral
digital functionalities to be carried out quite easily.

Digital functionalities bring to a redefinition of business mogdetpecially the ones of the
banks in the sector: | discussed the Banking as-a-platform (BAAP) modetha
establishment of new non-traditional competitors in the industry, yfullasing their
business model on the digital world (e.g. digital lenders).

The initial state of the art explained as well the main challengesthigadigital players in
the industry are facing and possible ways to overcome them.

In the second chapter | exposed the regulations, directives and leggsfathicedures that
control and define the laws that the incumbents have to or shdaolldw and respect. In
particular, regulations are mandatory while directives are general itiditcsior advices
that financial institutions should follow for having better fir@al ratios in thé& balance
sheet and income statement.

In this chapted ]A] §Z ¢« (Jvv] o "Epo »_ ]Jvs} (JA EBuPYEE] »V

regulations, accounting regulations, banking regulations, paymegfslations and anti-
money laundering regulations. Financial instruments regulations refamly to the
Markets in Financial Instruments Directive (MiFiD).

For accounting matters, there are two big standards adopted from finaims#atutions

around the world: the International Financial Reporting Standal@#k$) and the
Generally Accepted Accounting Principles (GAAP). Banking regutaiatie four Basel
accords, provided by the Basel Committee on Banking Supervision basBdsel
(Switzerland).

Payments regulations consist in the Payments Service Directive (P®D)tsan
development PSD II. Finally, anti-money laundering regulatiomgyaaranteed by the
Financial Action Task Force (FATF) and the International MonetaryIMf)d
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In the third chapterl presented three case studies deriving from my professional
experience in an international major player in the financial stdy from my personal
experience of studies abroad in Santiago (Chile) and fromtdratlire on the financial
industry. The experience of studying abroad was a great opportoffdyed to me by my
university,Politecnico di Torin@gnd | will always be thankful for that.

This experience allowed me to grow a lot as a person and to makgldsting
relationships, while perfecting Spanish skills as well.

Lastly, the current chapter has the goal to bring forth general consideiathbout the
industry and final overall conclusions.

| chose to deal with the financial industry because it is an imgusiat have always
attracted me since | was very young: discovering how the overalidial system works
including the central bank, banks and insurances, fascinates me. Inimgrgpo do that,
it is required a lot of study and practice in order to fully im&lize the concepts and
theories behind the different financial instruments and to understandcroeconomic
and microeconomic variables as well.

For these reasons, | wanted to make an experience in this indusitly \®hen the
opportunity came, | did not hesitate. | am still learning new prared and mechanisms
inside the bank | am working in now, and | had the opportuiitgo also a training about
the insurance sector recently, with a general overview and comparisoth&r European
countries.

My job as a consultant allows to work on different projects at the same ttiverefore
allows me to learn and quickly improve new skills, understapdiifferent realities,
challenges and situations inside the industry (indeed projects cbalavith different
companies, not necessarily the same one).

Secondly, among the various possibilities, | chose a project related etodithital

transformation area, since | am very passionate about technology, itslegelopments
and the future trends for the imminent future. In particular, my desuas to find out at
which step of the digital transformation journey banks has arrisedar and find out how
much needs to be done yet for the implementation of the latest technemgn the

processes of financial organizations.

From the professional experience previously described in the thiagteh, | learned the
iImportance of standards and the processes in a big corporation. Ragatds, Jack Ma,

CEO and Founder of Alibaba, the giant Chinese retailer witbsal® billion of euros of
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machine. If you start working for a small company, you learn to draath follow a
Ale]}vX_
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That could seem an intuitive statement but, according to my perksop@ion, it is crucial

for understanding how daily life in companies really works. Mpegrnce in a big player

in the financial industry confirms this statement. Indeed, big compons, perfectly
comparable to machines, move smoothly just in case the internal processes and
standards are respected. Internal processes correspond to the gears that ptiion

the machine itself.

However, it is not just sufficient observing and respecting processesesses must be
clear and well-designed, according to the internal culture of the gmise. | found out
the importance of clarity while working for the KYC process, largsgribed in the third
chapter: if processes are not clear, employees struggle continually tewecthe quality
or time to market expected in the final delivery of the project.

Lack of clarity in the processes manifest in bureaucratic complicationsahthe times:
the documents to be collected are not well defined and very few peombevihow to fill
them. This makes difficult discovering all the steps of the procedsbnost impossible
following them smoothly without delays or complexities.

The importance of people, as an important factor in digital transforomgetting is
unquestionable. Financial companies digitize processes and devedop digital
services and solutions, which could not be possible withougfficient operational
system in the background to ensure information flow betweskfierent digital
solutions and applications.

Technology assets that serve as enablers for digital transformatida lsewlivided into
two categories: operational back-bone and digital services optatf Managing
changes coming with digital transformation can be over-whelnaing,most of the
financial institutions agree that employing a change-management pracesgn more
important than ever in this digital age. Employees get used to pamrk patterns and
changing their habits without properly communicating and impdaiting those changes
can undermine digital efforts. Change management, HR conversations, eapdts
education help employees adapt to the change and contribute to a dgitadre in the
company.

In general, digital transformation enables digital tools to enhance pecodity, efficiency
and change of hard paper documents to secured PDF or HTML formats. The das with
application form and product sheets are far away. Sales teams addfieders are now
empowered with smartphones and other portable devices where informationecesily

be stored and displayed whenever the user wants.

Nowadays, many financial services providers have embraced digital transfonmatio
However, many companies have taken hold up approach of observingtieophments
of the technologies and then decide on whether investing anghat investing: this is a
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reactive approach, which stands at the opposite of a proactive approath,which
companies act as pioneers of technologies bringing digital transformation.

It is possible to affirm that in the financial industry the greatestber of companies
adopts a reactive approach: they first wait for the new technologies emgiand arriving
into the market and then they decide in what investing. They db develop digital
technologies inside the organization, which means that most of timegithey do not
have a research and development department.

To clarify better the concept, this is the opposite of the behaviorroagtive firms for
instance, companies such as Google, Amazon, and Facebowkuoosly invest large
part of their profits into research and developments of new techn@sgind digital ways
to enhance their value proposition to subscribers and customers.

The digital transformation in the financial industry has positiegfgcted the economic
growth and has accelerated the growth of innovations. Many finanexglerts are
discussing that there is no economic growth, but the signs of patepbsitive impact are
quite visible; the best examples are the mobile banking apps, mobileeynand e-
wallets. With the introduction of banking apps, mobile money aAwallets have taken a
central stage in finance all across the world.

From what described so far, it is possible to list the six faigwharacteristics that the
digital transformation has brought and is still bringing in theuistry:

1. High standardization
Financial services are always considered as high performing. Whes déhe
integrated with technology systems with standardized processes and dga, t
leads to a high standardization;

2. Highly automated functions
Adoption of new technology tools lead to higher process autoomefor services
such as money remittance, procurement orders, invoice generation, aéd KY
processes;

3. Faster Performance
With the adoption of big-data and other machine learning toolsnarfce, it is
easier to predict and forecast budget allowing teams to finish montheymates
before time.

4. Insight-driven functions
Digitalization has modified financial models in such a way thatéseurces
concentrate more on deriving insights rather than focusing onlyransactions.
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5. Improved customer and employee experience
The same level of information is available with customers and employeks an
thus less chaos in transactions.

6. Better service delivery
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operating model and the structured processes have improved serviceedeliv

A closer look at the three case studies in the previous chapter reveals thaf dmemain
value proposition of the financial business is capitalizingteshnology to improve
customer experience.

The primary aim of digital transformation in the financial sector isgorore customer-
centric.

In financial services, competition is not just with other finahservices providers but
with anyone offering a real technology and consumer experience. ®besfwhile
digitizing financial services or while developing financial mobitgieations should be to
maketh pe3}u E[* o] A isessentid & nmake a point that digital transformation
is not a technology strategy but an overall business strategy that makssdss swift
and quick to respond to the market.

Digitalization has unlocked newer opportunities in the bankimgdit and capital market
functions of the financial domain. There are multiple branchtiocs, and it is hard to
keep a branch right next to the consumer. As a result, mobile apps hawamkeec
extremely popular during the last five years.

The IT systems used, however, cannot be upgraded or updated as the mengetoo
have moved to the newer and latest technologies. It is a considecdlaldenge for some
financial services companies to pull out the data and get on to tbdamn technology-
based system. Other than the integration of the legacy system with advektechnology,
the keenness to embrace digitalization by company workforce was also a deallen
addition to that, with the digital disruption in existing se®s and products, it is essential
for companies to focus on acquiring new skills and technologies. dh@een though the
right technology will outgrowth the efficiency, it is the workferthat ensures successful
implementation. The key to surviving in a digital environment is t@pa@dnd adjust to
the changes: the Chief Information Officers of financial institgitake this responsibility
to adopt the changes and lead the transformation.
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The digital tools meant for financial services industry focus more @romng and
updating the existing competencies and core systems. There are othenexipal tools
too that are intended to deliver new capabilities.

The growing technologies disrupting the financial system includes thelckobotic
process automation, advanced and predictive analytics, cognitive congpumi-memory
computing and blockchain technology.

The benefit of adopting cloud in finance is unguestionableudlbrings further
acceleration and swiftness. Cloud technology in financial services ¢xpewiw digital
workflows enabling effective collaboration between departments ailaboration
between business and third parties. The financial institutions usededmabled
applications for business processes such as HR and accounting. As the workfdfe and
team becomes get comfortable with the application, it gets integrated wlith core
systems.

However, with cloud-enabled applications, it is easy to scale dataritical functions
such as credit scoring, consumer payments, statements and billings fotiassenount
functions. Also, data speed is vital for financial firms to staypmiitive and in effect.
Financial services industry is the primary target for cyber criminals, owisgnsitive
personal information. Therefore companies operating in this indusirny $ecurity and
compliance as crucial problems. The quickness of cloud safeguard#tited data, digital
financial assets, and user information while protecting the employee performance.

Regarding robotic process automation, many financial institutions vasrkmultiple
technology systems and process robotics assist in automating transactioassiog and
communication across various systems.

Robotic process automation efficiently replaces human involvementcamgequently
reduces human errors in the process. It addresses the key challenges fidheial

sector and can be effectively utilized for billing and collectoperations, accounts
receivable functions, financial transactions, financial reportingodation will enhance
the functionalities of legacy systems by lessening inefficiency ddigeasing the manual
iIntensive activities. Although process robotics is at a testing stadefetv organizations,
it is working exceptionally well to support legacy systems.

Another important development of technologies is the one related toamded and
predictive analytics. Today, there are several different channels througichwthe

customers interact with their financial services provider. Because ddetimultiple

channels, there is a load of customer data being collected by financetiaegions. This
data can be effectively leveraged using advanced or predictivg/tisgato gain insight
into consumer behavior. Advance/predictive analytics can assist financial elstabihts

to optimize their processes, therefore reducing costs.
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Cognitive computing is yet another constant disruption in finarités the technology
that makes use of natural language processing, machine learning, speechitiecognd
computer vision to stimulate human thinking. For financial orgaromatiit is essential to
collect, analyze and use data to improve decision making.

An idea inspired by cognitive computing. While chatting orfgreming financial

transactions through cognitive computing, the avatar responds in diftefacial

expressions according to the content of the conversation. It makes gappore like a
faceto-face conversation, enhancing the facial expression/emotion that isallysu
missing.

Some of the basic elements of cognitive computing are in the follpWist

X It enables financial organizations to obtain personalized informadioout the
customers and use the same to notify about payments, bills, and other
reminders. Cognitive computing also offers suggestions regaediogeding
customer payments and other intelligent automation services.

X It ensures the creation of conversation interfaces for placing customeregieri
and responding to them. Chat-bots are the best example of Al-pedveigital
assistants, developed to respond to customer queries thereby improving
consumer services and CRM.

X Robo-advisors too are a part of cognitive computing but are notoeped. The
Robo-advisors use algorithms to read through data and come up withiedoksui
suggestion.

x Cognitive technology works similar to human thinking but is clemed as key to
security. Protection of financial data is vital; hence cognitive cdmgus the
solution.

With complex laws and regulations within the financial sector, paomwkedge of data
policies can make finances a challenge for customers. With cognitmputimg, real-
time updates on rules and real-time implementation of the policies hekeeping policy
documents updated and encourage good compliance.

Cognitive computing has enabled real-time trading analysis and iragrto&ding systems
so that customers can be served faster and better.

Cognitive computing has been beneficial for both the compang customers. Apps
enabled with algorithms, machine learning, digital advisors and ongment in cyber
security have positively impacted customers to manage their finances.

With financial companies dealing an enormous amount of data, highersaion
volumes and increasing compliance; there arises a need to address realatienaalysis
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challenge. If it is finance, it has to be high performing, but witbrmous data load, the
efficiency can be at stake.

The massive amount of trading and accounting data calls for a rotftes$tructure, with
high speed of transactions and in real-time.

In-memory computing platform addresses these challenges. The informationrésisto
the main random access memory of specialized servers. This meansdlalinates the
delay while retrieving data from servers.

The 24-hour mobile banking pile up huge data and at the same timeetpaations,

exchange rates, interest rates, share prices, etc. are also required to be dpdate
memory computing platform offers users with real-time information anctwaialtion. It

also provides information around commodity trading in real-time mteacellent speed
for the users to experience a never before financial experience.

Last but not least, one of the most trending digital tool these dayackchain. With the
advent of Blockchain technology, the financial services industcgnsidered to have
entered into a new digital era. This new technology has changed élyeng think about
transactions and has revolutionized the economy.

Blockchain technology stands out of all the technologies that harepted the finance
vertical.

Blockchain powers decentralized digital currency also called asocypéncy.

In Blockchain technology, encrypted blocks of data are considesexlirrency and are
shared during transactions. Blockchain technology makes use of advancegtén
techniques to verify currency and transaction. Blockchain technologyresshat only
the authorized users who own the part of Blockchain can edit the dsitag the private
key.

Smart Contract is one of the most attractive applications of Blockchaimtdogy. It
automates the execution of commercial agreements and transactions. AscBé&ok
technology entertain no middlemen, smart contracts are considered rnseraire than
the traditional agreements that adds up cost for the middlemen. It is laddieved that
the Blockchain technology will assist in fraud reduction, enable one KYC process,
efficient & cost effective trading, and many more.

The technology may sound a promising one, but still many clipglemeed to be
addressed to transform the finance and banking sector with Blockcteginnology
completely.

Finally, as conclusiomnt is possible to affirm that digital transformation encompasses
optimization of the current business by digital technologies utilizagowl disruptive
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innovation of business by employing new business models, prodoicservices that are
based on the digital technologies. Experiences show that in dodexcel in a process of
digital transformation, organizational changes and changes regatdiglepartment

have an important role.

On the other hand, projects' scope, goals and success depend of thaturity of an
organization, its business niche, environment and people readinesddpt changes.

Thus, the digital transformation is a complex and multi-dimensiaoakept, involving
almost every aspect inside an organization, independently whether al,smatlium
enterprise or a big corporation

In addition to that, | think that digital transformation is todagavoidable for companies
and organizations.

Failure to participate not only in digitalization but also ire tlbustomer-centered
innovation, means failure with regards to a decision that has mandyiraportant direct
effects on competition in markets and especially in the current fast eplwiorid.

NdZ JPP 8 Ju% Ju vsS §} Ju% VC[e (USHE XU o ] ]
Dan Schulman, CEO of PayPal

81



BIBLIOGRAPHY/SITOGRAPHY

CHAPTER 1 - STATE OF THE ART OF DIGITAL TRANSFORNKEIBINANCIAL
INDUSTRY

The state of digital lendindgResults of an American Bankers Association research study

Digital Banking Maturity 2018: how to become a digital cipgon and why only a few
succeedDeloitte Digital report

Deloitte Luxembourg Digital Banking Benchmark: immgpthe digital performance
Deloitte Digital report

Digital Transformation in European Private Bankigiggnizant reports

Current challenges and solutions in banking & capitakeiar EY report
Building the bank of 2030 and beyond: the themes that will shiagey report
Beyond Banking: New Business Models for the DigitalEiterium group report

Fintech reloaded Traditional banks as digital ecosystems with proven walledegard
strategies into the futureDeutsche Bank Research

Financial Services Technology 2020 and Beyond: Entpdasiaption PwC report
The Digital Transformation of the Banking IndusBBVA research

CHAPTER 2REGULATIONS, DIRECTIVES AND LEGISLATIVE PROCEDURES IN THE
FINANCIAL INDUSTRY

Payment Services Directive: frequently asked questianspean Commission, Brussels
127 January 2018

lu% 3] & v}o}P] ] @&]A v3] oo0[]VEPES repoftv oo DJ]&/
<www.pwc.com/it/it>, 8" June 2019

Basel IlI: A global regulatory framework for more resilbanks and banking systems
Basel Committee on Banking Supervision

Pillar 3 (Market DisciplineBasel Committee on Banking Supervision
The consequences of Baseltl¥ quantitative impact studyWOB German public banks

Proportionality in banking regulation: a cross-country panison Financial Stability
Institute

Basel IV: finalizing post-crisis reforrgy report
82



Financial® EA] < Z]el v Z Ppo 3]}vW * « @& /A]:P%vE rBpeE, P &E §
<www.pwc.co.uk/fsre, 8" June 2019

Know Your Customer: Quick Reference GHA report
<Www.pwc.co.uk, 8" June 2019

CHAPTER t CASE STUDIES IN THE FINANCIAL INDUSTRY

Know Your Customer: Quick Reference GUHdeC report
<WWWw.pwc.co.uk, 8" June 2019

Lecturas seleccionadas: Curso Estrategias de Negogci&antificia Universidad
Catolica de Chile, Escuela de administracion (Authors Carlos KubriEkaiod
Romanini, academic year 2017/2018)

Cyber strategy for insurers: managing physical and digital assgt®tect brand and
reputation, EY report

Closing the Gap: Cyber Security and the insurance s&®MG report,
<www.kpmag.co.uk/closingthegan 8" June 2019

CHAPTER- CONCLUSIONS

Digital Transformation Is Risky, But Not Transforming Is Eigirer,
<https://www.forbes.com/sites/joemckendrick/2019/05/27/digital-transformatias-
riskybut-not-transformingis-even-riskier/#754e24ad3f3q 8" June 2019

Banche e digitalizzazione, a che punto siamo? | dategert Capgemini,
<https://www.zerounoweb.it/cio-innovation/banche-e-digitalizzane-a-che-punto-
siamo-i-dati-del-report-capgemirt, 8" June 2019

The 5 Digital Transformation Identities of Financial Ses\@rganizations,
<https://www.qgartner.com/smarterwithgartner/the-5-digital-transformation-idéties-
of-financial-services-organizatiors/1® June 2019

Digital Transformation in Finance,
<https://engineerbabu.com/blog/digital-transformatiom-finance/, 10" June 2019

83



